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Completion instructions for the report

Fraud in financial transactions

General instructions

1. This data supply is used to report fraud related to financial transaction services except fraud related to bankcards (which are included in report P34). 

2. The cases of fraud committed in a currency other than forint shall be translated by the daily exchange rate, if available, or failing this, by the average rate of the MNB prevailing in the reference period.

II. Detailed instructions for the completion of the tables

Table 01
In column b please report an amount of zero if the fraud attempts where the amount targeted with fraudulent intent cannot be determined.

Financial fraud means any conduct where a person unlawfully attempts to gain access to the funds held on an account or any other means of financial holdings (e.g. a deposit) with fraudulent intent, including forged or counterfeit collection orders. The MNB expects data suppliers to report those cases, which the data supplier considers fraud, and its own organisational unit (e.g. bank security, internal audit) handles the specific case as such. The cases of fraud committed by or with the involvement of a credit institution employee shall be treated as embezzlement rather than financial fraud, similar to credit fraud, which should not be included in this table. 

Attempted fraud means all cases where the order is not carried out. Cases where the authorisation of the rightful account holder fails, e.g. due to multiple incorrect entries of the account holder’s password for internet bank transactions, or signature failure for paper orders (if the customer accepts / acknowledges this) shall not be considered attempted fraud.

Successful fraud means all cases where the bank performs the transaction order, also if the bank later recovers the amount stolen.

If the amount of loss is shared by the data supplier and the client, the amount charged to the client shall be indicated in columns e to f, while the amount covered by the data supplier shall be shown under columns g to h.

In the rows the following means of access shall be interpreted based on the authorisation method employed, as per the following:

(Paper-based order:

order submitted by the client on a printed form; this category covers all channels where the data supplier verifies authorisation by signature, including if a data carrier medium is attached with the paper form.

(Order submitted via data carrier:

generally used in connection with group orders, where the client conveys the orders on some form of data medium, such as a floppy disc or CD, to the account manager. This row shall be used for fraud cases where no other channel/means were used to fake authorisation.

(Orders submitted via telephone:

this category covers the orders submitted to the so called ‘call centre’, regardless of whether the call was made from a fixed line or a mobile telephone, and whether it was assisted by the operator or it was made on the keyboard (DTMF)
;

(Office banking:

it means that the orders are transmitted to the data supplier through a computer (whether the customer’s own or supplied by the account manager) compiled and transmitted using a programme package installed under the instructions and subject to the conditions laid down by the account manager through a telecommunications network (including the internet).

(Internet bank:

Orders transmitted through a Web browser

(WAP:

Orders submitted through WAP
(Mobile phone:

orders submitted in SMS, or by way of other non-voice technologies over a mobile phone

(Other:

all other channels not mentioned above

� DTMF = Dual-Tone Multi-Frequency (TONE mode)





