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DRAFT CONTRACT
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For information purposes, the Contracting Authority discloses – already in the participation documentation – the draft contract that it deems as a starting point during the negotiations in the tendering phase of the procedure. The Contracting Authority draws the attention of the applicants for participation/tenderers to the fact that some of the clauses of the draft contract are subject to change on the basis of the negotiations, and that the Contracting Authority is certain that they are bound to change because the aim is to lay down such contractual terms and conditions that enable the Contracting Authority to enter into contract with the winner under the most favourable terms and conditions possible. The Contracting Authority wishes to reiterate that it will conduct the negotiated procedure on the basis of Section 124 (2) d) of the PPA. The underlying reason for this type of procedure is that, due to the complexity and intricacy of the service, it is not possible to set all the terms and conditions of the contract with such a degree of accuracy that could provide for the possibility of selecting the most advantageous possible bid within the framework of an open or restricted (invitation-only) procedure. Considering that prospective tenders are likely to outline the performance of the various tasks on the basis of different technical solutions, and that these methodologies/technical solutions cannot be adjusted to the Contracting Authority’s needs on the basis of a list of professional criteria unilaterally compiled, performance criteria, a time frame and a financial schedule for performance as well as the detailed terms and conditions of the ancillary obligations securing the related contract can only be finalised in light of the outcome of the negotiations conducted with the tenderers and aware of the tenderers’ bids.
The Contracting Authority makes note of Section 100 (2) of the PPA, pursuant to which the participation stage serves the purpose of the Contracting Authority assessing the eligibility or ineligibility of tenderers to perform the contract.
On the basis of the foregoing, at the first, participation stage, it is not possible make any professional, financial or other such offer in any form whatsoever. If the tenderer makes an offer at the participation stage of the procedure, this shall entail the invalidity of the tender application pursuant to Section 114 (1) b) of the PPA. You are therefore required to be increasingly aware of the cited provisions of the PPA in the course of preparing and wording the application. The cited provision of the PPA also means that in the participation phase no remark whatsoever can be made in connection with the draft contract. Remarks can be made exclusively in the tendering phase in accordance with the tender documentation. The Contracting Authority shall disclose the Hungarian and the English language versions of the draft contract in the tender documentation.
iv
Documents and sample statements to be attached to the tender application
Document and STATEMENT sampleS to be attached to the tender application
The tender application – in accordance with the invitation to tender and the tender documentation and the exemptions set out therein – shall contain the following documents, IN THE ORDER LISTED BELOW:
1. Cover sheet and Table of Contents;
2. Fiche [Annex 1];
3. Information data sheet [Annex 2]; 
4.
Statement defined under Section 104 (1) of the Public Procurement Act [Annex 3];
5.
Statement on subcontractors and organisations providing resources [Section 104 (4) of the Public Procurement Act; Annex 4];
STATEMENTS AND CERTIFICATIONS RELATING TO GROUNDS FOR EXCLUSION
6.
Statement of tenderer on grounds for exclusion [Section 60-61 of the Public Procurement Act – “PPA”] [Annex 5] [Invitation to Tender Section III.2.1];
7.
Company extract of the tenderer not older than 60 days from the opening of its tender application, or copy of company extract not older than 60 days;
8.
Signature specimen(s) of person(s) of the tenderer authorised to sign, or copy thereof;
9.
Where necessary, statement and certifications of the subcontractor employed for over 10% of the contract value on the non-applicability of grounds for exclusion [Annex 5];
Note: Rules applicable to the tenderer are governing in relation to statements and certifications. 
10.
Where necessary, statement and certifications of the organisation providing resources to the tenderer on the non-applicability of grounds for exclusion [Annex 5];
Note: Rules applicable to the tenderer are governing in relation to statements and certifications. 
certification of fulfilment of financial and economic eligibility
11.
Statement on bank(s) [Annex 6] [Section III.2.2 of the Invitation to Tender];
12.
Certification of bank;
13.
The following items relating to the years 2009 and 2010:
· submission of the statutory report and auditor’s report, jointly with the notes to the accounts (if the laws of the country of residence of the tenderer requires the disclosure of the statutory report and an audit). Or 
· submission of the statutory report and statement to the effect that the statutory reports on the years 2009 and 2010 are compliant with the accounting regulations of the country of residence (if the laws of the country of residence of the tenderer requires the disclosure of the statutory report and there is no audit obligation). Or 
· statement on the statutory report to the effect that the statutory report is compliant with the accounting regulations of the country of residence (if the laws of the tenderer’s country of residence do not require the disclosure of the statutory report) [Invitation to Tender, Section III.2.2. b)];
14.
Statement on annual net sales revenue relating to the object of public procurement (provision of subscription to portfolio management system), realised in the past three years (2008, 2009 and 2010), depending on when the tenderer was established and when it commenced activity, if these data are available [Invitation to Tender, Section III.2.2 c)] [Annex 7];
CERTIFICATION OF TECHNICAL AND PROFESSIONAL ELIGIBILITY
15.
Description of services relating to the largest portfolio management system subscription in only the past three years (2008-2010) (other data referring to at least the amount of the price or the quantity of the earlier service, with indication of the date of performance, the other party to the contract and the contact person available for verification of the reference) [Public Procurement Act, Section 67 (3) a)] [Annex 8] [Invitation to Tender, III.2.3 a)]
Tenderer(s), subcontractor(s) employed for over 10% of the contract value  shall certify information subject to Section 67 (3) a) of the Public Procurement Act in accordance with Section 68 (1) of the Public Procurement Act.
-
Tenderers (or subcontractors employed for over 10% of the contract value) shall certify references specified under Section d)/1 in accordance with Section 68 (1) of the Public Procurement Act.
-
Tenderers (or subcontractors employed for over 10% of the contract value) shall certify references specified under Section d)/2 in accordance with Section 68 (1) of the Public Procurement Act, by duly stating the number of institutional customers using the system manufactured by the tenderer and specifically naming any 10 such institutions in the statement.
-
Tenderers (or subcontractors employed for over 10% of the contract value) shall certify references specified under Section d)/3 in accordance with Section 68 (1) of the Public Procurement Act, where it is not necessary to indicate the amount of managed assets in the statement; the contracting authority will directly verify the above with the help of the contact person specified by the tenderer.
other statements and documents
16.
Statement relating to a joint tender application (offer), where applicable (Annex 9);
Annex 1
FICHE
Name of tenderer: .....................................................................................
Seat (residence): .............................................................................................
Phone/fax: .....................................................................................................
E-mail address: ............................................................................................................
Object of public procurement:
Introduction of a portfolio management system and provision of subscription at the Magyar Nemzeti Bank serving the more effective management of foreign currency reserves.
Name of procedure: Portfolio management system subscription (KBE/126/2010)
…………….., ………………………… 2011

……………………………..

duly signed
Annex 2
INFORMATION DATA SHEET
General information: (to be completed by tenderers/joint tenderers/subcontractors employed for over 10% of the contract value/resource organisations and attached to the tender application)

	1. Company:
	

	2. Tax number:
	

	3. Payment index number:
	

	4. Address (seat):

	- postal code:
	

	- city:
	

	- street, house number:
	

	- phone number:
	

	- fax number:
	

	- Central e-mail address:
	

	- Internet (URL) address:
	

	5. Address (mailing address):

	-postal code:
	

	- city:
	

	- street, house number:
	

	6. Authorised signator(ies)y:

	- name:
	

	- title:
	

	- direct phone number:
	

	7. Contact person(s) in the public procurement procedure:

	- name:
	

	- direct phone number:
	

	- fax number:
	

	- direct e-mail address:
	


Qualification of the enterprise in accordance with Act XXXIV of 2004
Statement on the type of enterprise the enterprise is deemed to be (small, medium sized, etc.) pursuant to Act XXXIV of 2004 on Small and Medium-Sized Enterprises and the Promotion of Their Development
Micro-enterprise/
Small enterprise/
Medium-sized enterprise/
Not subject to the Act
* delete where appropriate
……………, ………………………… 2011


……………………………..


duly signed
Annex 3
Statement subject to Section 104 (1) of the Public Procurement Act
The undersigned ……………………………, as the duly authorised signatory of …………………………… (tenderer), under my responsibility hereby
d e c l a r e
that we wish to participate in the negotiated public procurement procedure entitled “Portfolio management system subscription (KBE/126/2010)" launched by the Magyar Nemzeti Bank as contracting authority.
We acknowledge that the specified tender conditions are binding upon us as tenderers.
We hereby declare that we are aware of and understood the rules of the Public Procurement Act, all formal and substantial requirements, instructions and conditions set out in the Invitation to Tender and the documentation and accept these by way of this statement. The Invitation to Tender and the documentation was appropriate for us to prepare an adequate tender application and we are submitting our tender application on the basis of the above.
We hereby declare that our statements contained in our tender application are true and fair. 
…………….., ………………………… 2011

……………………………

duly signed
Annex 4
 Statement subject to Section 104 (4) of the Public Procurement Act
The undersigned ……………………………, as the duly authorised signatory of …………………………… (tenderer), in accordance with Section 105 (1), a)-c) of the Public Procurement Act, under my responsibility hereby
d e c l a r e
that in the negotiated public procurement procedure entitled “Portfolio management system subscription (KBE/126/2010)" launched by the Magyar Nemzeti Bank as contracting authority
I.) Subcontractors employed for less than 10% of the contract value (Public Procurement Act, Section 71 (1) a))
	Portion of performance where subcontractors are to be employed for less than 10% of the contract value
(e.g. freighting, commissioning, etc.)
	Amount of performance
(in % of offer price)

	
	

	
	


We hereby also declare that we do not wish to employ a subcontractor for less than 10% of the contract value in the performance of the public procurement procedure hereunder, which is prohibited under Section 60 and Section 61 (1) of the Public Procurement Act.
II.) I.) Subcontractors employed for over 10% of the contract value (Public Procurement Act, Section 71 (1) b))
	Portion of performance where subcontractors are to be employed for over 10% of the contract value
(e.g. servicing, etc.)
	Name, address of subcontractor
	Amount of performance
(in % of offer price)

	
	
	

	
	
	


III.) Organisation providing resources for the performance of the contract (Public Procurement Act, Section 71 (1) c))
	Resources (Section 4, 3/E) provided by non-subcontractor organisation 
(e.g. experts, equipment, vehicles, etc.)
	Name, address of organisation providing resources
	Amount of performance
(in % of offer price)

	
	
	

	
	
	


/Upon participation of an organisation providing resources, the submission of the document defined under Section 65 (4) of the Public Procurement Act is also necessary, in addition to certification of grounds for exclusion./
IV.) Subcontractors employed for the performance of the contract for less than 10% of the public procurement value (Public Procurement Act, Section 71 (1) d))
I hereby declare that I am not applying Section 69 (8) of the Public Procurement Act / applying Section 69 (8) of the Public Procurement Act, with
	Name of subcontractor(s)
	Address

	
	


……………., ………………………… 2011


……………………………..


duly signed
STATEMENTS AND CERTIFICATIONS RELATING TO GROUNDS FOR EXCLUSION
Annex 5
Statement
on the non-applicability of grounds for exclusion
in accordance with Section 60 (1) and Section 61 (1) of the Public Procurement Act
The undersigned …………………………………, as the authorised signatory of the tenderer / subcontractor employed for over 10% of the contract value / organisation providing resources for the tenderer
  ………………………………………… (name, seat of company) – in the negotiated public procurement procedure launched by the Magyar Nemzeti Bank, commencing with the publication of the notice entitled “Portfolio management system subscription (KBE/126/2010)”, following the careful review and acceptance of all formal and substantial requirements, instructions, conditions and descriptions set out in the Invitation to Tender and the tender documentation, and in accordance with the provisions of the Public Procurement Act – hereby declare that
we are not subject to the grounds for exclusion set out under Section 60 (1) and Section 61 (1) of the Public Procurement Act. 
………….., ………………………… 2011


……………………………..


duly signed
Annex 6
statement on banks
The undersigned …………………………………, as the authorised signatory of the tenderer / subcontractor employed for over 10% of the contract value / organisation providing resources for the tenderer
  ………………………………………… (name, seat of company), in the negotiated public procurement procedure launched by the Magyar Nemzeti Bank, commencing with the publication of the notice entitled “Portfolio management system subscription (KBE/126/2010)”, hereby
d e c l a r e
that ……………………………………… keeps an account only at the bank(s) listed below:
	Bank
	Address of branch office
	Bank account

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


[The certification(s) issued by the Bank(s) shall be attached following the issue of the statement hereunder]
…………….., ………………………… 2011

……………………………..

duly signed
* delete where appropriate
Annex 7
Statement relating to Section 66 (1) c) of the Public Procurement Act
The undersigned ……………………………………, as the authorised signatory of ………………………………… (tenderer), following the careful review of all formal and substantial requirements, instructions, conditions and technical specifications set out in the Invitation to Tender and the documentation, in accordance with Section 66 (1) c) of the Public Procurement Act, hereby declare that the annual net sales revenue in the past three years (2008-2010) equalled the amounts below:
	
	Year 2008

	Total annual net sales revenue: (EUR Th.)
	……………. EUR Th.

	
	Year 2009

	Total annual net sales revenue: (EUR Th.)
	……………. EUR Th.

	
	Year 2010

	Total annual net sales revenue: (EUR Th.)
	……………. EUR Th.


I hereby further declare that in the same period, the annual net sales revenue of the tenderer relating to the object of public procurement (provision of portfolio management subscription) equalled the amounts below:
	
	Year 2008

	Annual net sales revenue from object of public procurement: (EUR Th.)
	……………. EUR Th.

	
	Year 2009

	Annual net sales revenue from object of public procurement: (EUR Th.)
	……………. EUR Th.

	
	Year 2010

	Annual net sales revenue from object of public procurement: (EUR Th.)
	……………. EUR Th.


……………, ………………………… 2011


……………………………..


duly signed
CERTIFICATION OF TECHNICAL AND PROFESSIONAL ELIGIBILITY
Annex 8
statement
relating to Section 67 (3) A) of the Public Procurement Act
The undersigned ……………………………………, as the authorised signatory of ………………………………… (tenderer), following the careful review of all formal and substantial requirements, instructions, conditions and technical specifications set out in the Invitation to Tender and the documentation, in accordance with Section 67 (3) a) of the Public Procurement Act, hereby declare that the services of 
…………………………………………………………….. tenderer
relating to the largest portfolio management system subscriptions in the past three years (2008-2010) were as follows:
D/1.
	Name of contracting partner, where we performed the activity
	Date of performance
	Amount of the fee or other data relating to the quantity of earlier services
	Name and contact information of person providing reference
	Reference requirement
[Invitation to Tender, Section III.2.3 a)]

	
	
	
	
	Service relating to portfolio management system subscription in 2008 provided to a central bank or sovereign wealth fund in a minimum net value of 175,000 EUR

	
	
	
	
	Service relating to portfolio management system subscription in 2009 provided to a central bank or sovereign wealth fund in a minimum net value of 175,000 EUR

	
	
	
	
	Service relating to portfolio management system subscription in 2010 provided to a central bank or sovereign wealth fund in a minimum net value of 175,000 EUR


The brief description of the reference works is found on page …… of the tender application.
D/2.
We hereby declare that on the date of the submission of the tender application, the number of institutional customers using the system produced by us reaches 100.
10 named institutional customers using the system produced by us:
1. ………………………………………………………………..

2. ………………………………………………………………..

3. ………………………………………………………………..

4. ………………………………………………………………..

5. ………………………………………………………………..

6. ………………………………………………………………..

7. ………………………………………………………………..

8. ………………………………………………………………..

9. ………………………………………………………………..

10. ………………………………………………………………..

D/3.
	Name of contracting partner, where we performed the activity
	Date of performance
	Name and contact information of person providing reference
	Reference requirement
[Invitation to Tender, Section III.2.3 a)]

	
	Date of submission of tender application
	
	Through the use of the system produced by the tenderer by the user, institution, the value of assets managed by the system produced by the tenderer reaches 50 billion EUR.

	
	Date of submission of tender application
	
	Through the use of the system produced by the tenderer by the user, institution, the value of assets managed by the system produced by the tenderer reaches 50 billion EUR.

	
	Date of submission of tender application
	
	Through the use of the system produced by the tenderer by the user, institution, the value of assets managed by the system produced by the tenderer reaches 50 billion EUR.


I am issuing this statement as part of the tender application in the negotiated public procurement procedure entitled “Portfolio management system subscription (KBE/126/2010)" launched by the Magyar Nemzeti Bank as contracting authority.
…………….., ………………………… 2011

……………………………..

duly signed
Annex 9
statement
relating to the submission of joint tender applications
The Magyar Nemzeti Bank published an Invitation to Tender for the launching of the public procurement procedure below.
Name of procurement: “Portfolio management system subscription (KBE/126/2010)”
Pursuant to Section 70 (3) of the Public Procurement Act, ………………………………………………………………… (name, seat of Company) and ………………………………………………………………… (name, seat of Company) are jointly submitting a tender application.
The provisions set out under Section 337 and Section 338 of the Civil Code govern the relationship between us and our external legal relationship.
We mutually declare that ……………………………………… is fully entitled to represent the joint applicants and to act on their behalf.
……………., ………………………… 2011

	…………………………………….

(duly signed)
	…………………………………….

(duly signed)


V
GUIDELINE FOR TENDERERS
main substantial and formal requirements related to the tender application
General information
Data on contracting authority
Name:
Magyar Nemzeti Bank (MNB)
Address:
H-1054 Budapest, Szabadság tér 8-9.
Phone number:
+36 (1) 428-2600/2649
Fax number:
+36 (1) 428-2556
E-mail address:
 kozbeszerzes@mnb.hu
Decision on the launching of the procedure
The Contracting Authority, the Magyar Nemzeti Bank, has decided to conduct the negotiated public procurement procedure entitled “Portfolio management system subscription (KBE/126/2010)” as Contracting Authority defined under Section 22 (1) g) of Act CXXIX of 2003 on Public Procurement (hereinafter “Public Procurement Act”, “PPA”).
1. With the Tender Documentation hereunder, the Contracting Authority aims at assisting tenderers in submitting successful applications in accordance with the principles and provisions of the PPA. For the purpose of the above aim, in addition to the rules of the Invitation to Tender, the documentation hereunder provides guidance for tenderers wishing to participate in the public procurement procedure. Chapter IV of the Tender Documentation (Guidelines for Tenderers) serves to assist tenderers in preparing their applications in the chronological order of the conducted public procurement procedure.
2. The Contracting Authority hereby informs the tenderers that they are required to prepare and submit their tender applications in accordance with the substantial and formal requirements set out in the Invitation to Tender and the Tender Documentation. The rules of the PPA are applicable to issues not regulated by the Invitation to Tender and the Tender Documentation.
3. The Tender Documentation hereunder contains information supplementing the Invitation to Tender. In view of the above, if there are any discrepancies or conflicts between the provisions set out in the Invitation to Tender and the Tender Documentation hereunder, the tenderer shall comply with the provisions of the Invitation to Tender.
B. Supplementary information
4. Pursuant to Section 112 of the PPA, the tenderers may request supplementary information in writing from the Contracting Authority within 8 days prior to the expiry of the application deadline in connection with the contents of the Invitation to Tender and the Tender Documentation. The request for written supplementary information shall be delivered to the contacts specified under Section I.1) of the Invitation to Tender, i.e. by mail or fax to the address of the Contracting Authority specified therein and concurrently in an editable electronic format to the e-mail address kozbeszerzes@mnb.hu.
The Contracting Authority wishes to emphasise that supplementary information may only be requested in writing, thus it cannot give verbal information in connection with the procedure.
The Contracting Authority hereby informs the tenderers that the supplementary information interprets or supplements the contents of the Invitation to Tender and the documentation, without modifying these. In view of the above, the tenderers shall also be aware of the contents of supplementary information when preparing their tender applications. 
The Contracting Authority hereby informs the tenderers that it will send answers provided as supplementary information not only to the tenderer which submitted the request for supplementary information, but to all tenderers!
C. Preparation of tender applications
6. Pursuant to the Invitation to Tender, the procedure and the tender application shall be in the Hungarian or the English language. On the basis of the foregoing, tenderers shall submit their tender applications in Hungarian or in English. A simple Hungarian or English translation of the documents originally prepared in languages other than Hungarian or English shall be attached to the tender application. The Contracting Authority will only consider documents in the Hungarian or the English language, thus the Hungarian or the English language document shall take precedence in the event of possible differences arising from translation. The Contracting Authority reserves the right to check the non-certified translation of the non-Hungarian or the non-English language documents in the case of documents originally prepared in languages other than Hungarian or English. In such case, the tender application shall be invalid if there are any discrepancies between the original document and the translation.
7. The tenderers shall submit their tender applications in accordance with Section 104 (1)-(4) of the PPA. The tender application shall be prepared and submitted in accordance with the substantial and formal requirements set out in the Invitation to Tender and the Tender Documentation. The breach of any deadline in the course of the procedure entails the forfeiture of rights and the legal consequence of the invalidity of the tender application.
8. In relation to joint tender applications, the duly signed, binding letter of intent of the joint tenderers and the original copy of the agreement concluded between the applicants submitting a joint tender application or a notarised duplicate thereof shall be attached to the tender application, setting out matters relating to representation among the parties, mandatory joint and several liability assumed in the offer and the sharing of duties. The Contracting Authority informs joint tenderers at the application stage of the procedure of the provisions set out under Section III.1.3) of the Invitation to Tender.
The Contracting Authority also informs the tenderers of Section 130 (7) of the PPA, pursuant to which applicants invited to submit offers – at the second, offering stage of the procedure – may not submit joint offers.
9. The tender application – in accordance with the Invitation to Tender and the Tender Documentation – shall definitely contain the documents listed in Chapter III of the Tender Documentation hereunder, in the order specified therein. 
10. The Contracting Authority wishes to emphasise that notwithstanding a negative statement, the tenderer is required to issue a statement regarding the circumstances set out under Section 71 (1) a)-d) of the PPA, that is, subcontractor(s) employed for less than ten per cent of the contract value, subcontractors employed for over ten per cent of the contract value and organisations providing resources to the tenderer. 

11. Thus, the tenderers shall apply the sample statements contained in this documentation, or sample statements corresponding to their content in all respects, that is, complete these with company and other such data, duly sign them or procure their signature by a duly authorised proxy – in consideration of the rules applicable to statements under Section 63 of the PPA – and attach them as part of the tender application. For the purpose of facilitating the preparation of tender applications, the Contracting Authority will make available sample statements to the tenderers, as part of the documentation hereunder, with respect to certain statements to be submitted according to the Invitation to Tender. Thus, if the documentation contains a sample statement relating to a statement, the statement shall be issued according to the sample, or a statement corresponding to the content thereof in all respects, completed in accordance with the Invitation to Tender and the documentation, duly signed or signed by a duly authorised proxy holding a regular proxy – bearing a notarised signature in cases set out by the PPA – and attached as part of the tender application. 
With respect to certifications and statements in relation to which the Tender Documentation does not contain a sample statement, the tenderers shall submit their certifications and statements in a form set out by the Invitation to Tender, the Tender Documentation and the PPA.
12. If the values of sales revenues or references submitted by the tenderer are not or not entirely indicated in EUR, conversion to EUR is necessary for the purpose of comparability and to determine fulfilment of the application conditions. 
Please indicate the EUR equivalent value of annual sales revenue data in Annex 7 and annual reference works contained under Section D/1. of Annex 8, not given in EUR, according to the annual average value of cross rates calculated on the basis of the related official MNB foreign exchange rates relating to the given year. 
The Contracting Authority shall convert to EUR the value of managed assets set out in Section D/2. of Annex 8, not given in EUR, according to the related official MNB foreign exchange rates valid on the date of the tender application deadline.
Source of official MNB foreign exchange rates: http://www.mnb.hu/
D. Submission of tender applications
13. The tenderer shall assume all costs and risks arising in relation to the preparation and submission of the tender application. The Contracting Authority shall not assume any liability or obligation whatsoever in relation to these costs irrespective of the conducting or outcome of the procedure. The Contracting Authority hereby informs the tenderers that the engagement of a lawyer or official public procurement advisor may be necessary for the preparation of the tender application.
The Contracting Authority will consider tender applications sent by courier as submitted prior to the expiry of the application deadline if the same is received prior to the expiry of the application deadline. The tenderer shall assume any risk related to the loss of the tender application or related mail.
The tender applications shall be submitted directly to the address specified in the Invitation to Tender by the expiry of the tender deadline.
With respect to the submission of the tender applications, the Contracting Authority wishes to inform the tenderers of Section 114 (1) a) of the PPA, pursuant to which the tender application is invalid if it is submitted after the expiry of the application deadline specified in the Invitation to Tender.
For information purposes, the Contracting Authority discloses – already in the participation documentation – the draft contract that it deems as a starting point during the negotiations in the tendering phase of the procedure. The Contracting Authority draws the attention of the applicants for participation/tenderers to the fact that some of the clauses of the draft contract are subject to change on the basis of the negotiations, and that the Contracting Authority is certain that they are bound to change because the aim is to lay down such contractual terms and conditions that enable the Contracting Authority to enter into contract with the winner under the most favourable terms and conditions possible. The Contracting Authority wishes to reiterate that it will conduct the negotiated procedure on the basis of Section 124 (2) d) of the PPA. The underlying reason for this type of procedure is that, due to the complexity and intricacy of the service, it is not possible to set all the terms and conditions of the contract with such a degree of accuracy that could provide for the possibility of selecting the most advantageous possible bid within the framework of an open or restricted (invitation-only) procedure. Considering that prospective tenders are likely to outline the performance of the various tasks on the basis of different technical solutions, and that these methodologies/technical solutions cannot be adjusted to the Contracting Authority’s needs on the basis of a list of professional criteria unilaterally compiled, performance criteria, a time frame and a financial schedule for performance as well as the detailed terms and conditions of the ancillary obligations securing the related contract can only be finalised in light of the outcome of the negotiations conducted with the tenderers and aware of the tenderers’ bids.
The Contracting Authority makes note of Section 100 (2) of the PPA, pursuant to which the participation stage serves the purpose of the Contracting Authority assessing the eligibility or ineligibility of tenderers to perform the contract.
On the basis of the foregoing, at the first, participation stage, it is not possible make any professional, financial or other such offer in any form whatsoever. If the tenderer makes an offer at the participation stage of the procedure, this shall entail the invalidity of the tender application pursuant to Section 114 (1) b) of the PPA. You are therefore required to be increasingly aware of the cited provisions of the PPA in the course of preparing and wording the application. The cited provision of the PPA also means that in the participation phase no remark whatsoever can be made in connection with the draft contract. Remarks can be made exclusively in the tendering phase in accordance with the tender documentation. The Contracting Authority shall disclose the Hungarian and the English language versions of the draft contract in the tender documentation.
Submitted tender applications shall not be returned by the Contracting Authority; it shall manage and keep these confidentially in accordance with Section 7 (2) of the PPA.
14. Method of submitting the tender applications:
The tender application shall be submitted in 3 copies (1 original and 2 duplicates), duly signed and initialled on each page by the duly authorised representative(s), with consecutive page numbering, tied and bound and in 1 copy in an electronic format (attached on a CD). By electronic format, the Contracting Authority means the version of the complete original tender application in a .pdf or scanned .tif format. The file size may not be larger than 5 MB. If the tender application exceeds the 5 MB file size due to the size limit, the tender application shall be submitted electronically in 5 MB file segments. If the original copy cannot be clearly identified, the Contracting Authority will deem copy No. /1, bearing the caption “original”, to be the original copy. If there are any discrepancies between the original copy and the CD attachment, the original copy shall take precedence. If there are any discrepancies between the original copy and the duplicates, the original copy shall take precedence. Please indicate the name, seat of the tender applicant(s) and the procedure on the cover page of the tender application [Portfolio management system subscription (KBE/126/2010)]. The next page shall contain the table of contents, followed by the Fiche. The tender application shall be preferably compiled in the order set out in the chapter on sample statements of the Tender Documentation.
The sealed package containing the tender application shall be submitted as addressed to the Public Procurement Department of the Magyar Nemzeti Bank, bearing the following in a clearly legible form: „Portfóliókezelő rendszer előfizetése (KBE/126/2010), csak a bizottság által bontható fel!” [“Portfolio management system subscription (KBE/126/2010), to be opened only by the committee!”], bearing the name and seat of the tender applicant(s).
The Contracting Authority will issue a receipt on the receipt of the tender application. 
E. Opening of the tender applications
15. Procedure relating to the opening of the tender applications:
Place where the tender applications are opened: The Contracting Authority will commence the opening procedure at the place where the tender applications are submitted, continuing the procedure in room 221 of building “A” of the Magyar Nemzeti Bank (H-1054 Budapest, Szabadság tér 8-9.).
Section 110 (2) of the PPA shall regulate the attendance of persons at the opening of the tender applications. The persons concerned should be aware that for security reasons, entry into the building is possible only with a personal identification card or passport and may take 5-10 minutes. Tenderers are requested to request an entry pass in building “A” preferably before 10:00 a.m.
In the course of opening the tender applications, the Contracting Authority will list the names, addresses (seat, residence) of tenderers. In view of the above, the tenderers are requested to clearly indicate such data on the fiche.
The Contracting Authority will draw up minutes on the opening and listing of the tender applications which it will send to all tenderers within five days from the opening of the tender applications. Minimum content of the minutes: name, address of tenderers.
F. Corrections
16. Your attention is drawn to the fact that pursuant to the Invitation to Tender, corrections are fully enabled in connection with the tender applications, that is, the subsequent attachment of certifications and statements related to grounds for exclusion, eligibility, other documents required for submission with the tender application under the Invitation to Tender and the Tender Documentation, the provision of missing information, and the remediation of formal deficiencies relating to the tender applications.
In the course of evaluating the tender applications, the Contracting Authority will simultaneously, directly inform all tenderers in writing of possible corrections and specify the correction deadline and the deficiencies in such information (correction notice).
Your attention is hereby drawn to Section 112 (3) of the PPA, pursuant to which the tenderer may not supplement the tender application with a new joint tenderer or subcontractor or organisation subject to Section 66 (2) or Section 67 (4) of the PPA and documents related thereto, that is, in the framework of providing corrections, the addition of a new joint tenderer or subcontractor employed for over 10% of the contract value is not permitted. In accordance with the above rules, the tenderer may not name a new organisation in the corrections on whose resources the tenderer relies on – by exercising rights granted under Section 66 (2) or Section 67 (4) of the PPA – for the purpose of fulfilling the eligibility conditions.
The Contracting Authority hereby informs the tenderers that pursuant to Section 112 (6) of the PPA, it is entitled (but not obliged) to request additional corrections to the extent necessary.
Please note that the corrections do not serve as a possibility for tenderers to prepare their tender applications in the framework of corrections. The tenderers, namely, are required to take due care primarily in the course of submitting their tender applications to ensure that they submit an application that is compliant with the Invitation to Tender and the provisions of the PPA in all respects. When setting the deadline for possible corrections, the Contracting Authority will also apply these guidelines of the recommendation.
G. Other
17. Please note that pursuant to Section 17/C of the PPA, the Contracting Authority is obliged to make public the contract to be concluded on its website.
18. Pursuant to Section 4 9/A of the PPA, the statements and documents listed in Chapter III (Sample Statements) of the Tender Documentation may be deemed to be false representations.
Your attention is drawn to the provisions set out under Decree 1/2004 (I. 9.) FMM on the protection of employees and the information provision obligation relating to working conditions and Section 55 of the PPA:
Hungarian Labour Inspectorate 
[H-1024 Budapest, Margit krt. 85., (80) 204-292, (1) 346-9400]
Budapest Institute of the State Public Health and Medical Officers Service 
[H-1138 Budapest, Váci út 174., (1) 465-3800]
Hungarian Mining Office 
[H-1051 Budapest, Arany J. u. 25., (80) 204-258, (1) 269-3750]
� Underline where appropriate.


� Underline where appropriate. 


� Underline where appropriate. 
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LICENSE AGREEMENT


to be concluded between


the Magyar Nemzeti Bank


Company Seat: 1054 Budapest, Szabadság tér 8.-9.


Tax number: 10011953-2-44


Represented by ……………..


Hereinafter referred to as: the Client,

and

………………

Company Seat: ……………


Company register number: ………………..


Tax number: ………….


Represented by: ………………


Hereinafter referred to as: the Licensor,


Hereinafter jointly referred to as: the Parties, on the date and place indicated below, under the following conditions.


Definitions


As used in this Agreement, the following terms shall have the following meanings when used in initial capital letters:

“Agreement” means this License agreement together with its appendices.


 “Data” means any data, other than Provider Data or Evaluated Data provided by Licensor to be loaded and/or stored in The SYSTEM for use solely in connection with the Software.


“Data providers” means third party providers or licensors from which Licensor obtains Provider Data for use with the SYSTEM.


“Documentation” means any instruction manual or other accompanying written materials for the Software. 


“Evaluations” means mathematically derived approximations of opinions of estimated value for miscellaneous financial instruments, as further described in section 4.4.) below. 


“Index Data” means data provided by an index service provider. 


 “Intellectual Property” means all (i) patents, patent applications, patent disclosures and inventions (whether patentable or not), (ii) trademarks, service marks, trade dress, trade names, logos, corporate names, Internet domain names, and registrations and applications for the registration thereof together with all of the goodwill associated therewith, (iii) copyrights and copyrightable works (including computer programs and mask works) and registrations and applications thereof, (iv) trade secrets, know-how and other confidential information, (v) waivable or assignable rights of publicity, waivable or assignable moral rights and (vi) all other forms of intellectual property. 


“License” or “Subscription”- personal, non-exclusive, non-transferable license to use the SYSTEM and related technical and product support as outlined in the Appendices. 


“Software” means software provided in connection with the SYSTEM.


 “Subcontractor” shall mean the subcontractors enlisted by the Licensor in order to perform the Contract. Data providers shall not be regarded as subcontractors.


“Services” means the services described in 1.1.) and all related services rendered by the Licensor based on the present agreement and its appendices.


“Provider Data” means data obtained from Data providers (including Index Data) and provided by Licensor to be loaded and/or stored in the SYSTEM for use solely in connection with the Software.


“The SYSTEM” means the portfolio management system that includes the related Software, Data and Documentation and access to the Provider Data and Evaluated Data.


I.


Subject of the Agreement, the License


1.1.)

1.1.1.) Based on the present Agreement:

· Licensor undertakes to install the SYSTEM at the seat of the Client (H-1054 Budapest, Szabadság tér 8-9.), for 10 users.

· Licensor hereby grants to Client 10 personal, non-exclusive, non-transferable licenses to use the SYSTEM and related technical and product support as outlined in the Appendices. Based on the above, on the Client’s side 10 persons shall be entitled to use the SYSTEM (hereinafter referred to as: Number of Licenses) as outlined above and in the Appendices.


· Licensor undertakes to provide access to the support services (updates, patches, helpdesk service) provided by the producer of the SYSTEM.


1.1.2.) The Client shall be entitled to order – during and regarding the definite period of the Agreement laid down in section 3.1.1. - an optional number of licences up to 5 personal, non-exclusive, non-transferable Licenses, pursuant to Appendix No. 2.


The Licensor accepts that the Client orders the optional licenses always with referring to the present contract but based on an ad hoc order. 


By signing the present Agreement the Licensor states that the above option is free of any additional fees as e.g. option fee.


The Licensor accepts that the present Agreement does not establish ordering obligation for the Client in relation to the optional number of licenses laid down in the present section and the Licensor shall not enforce any claims especially damage caused by incitement claim against the Client based on this.


The modification of the number of licenses shall be subject to a preliminary conciliation between the vocational contact persons of the Parties. 


The Client shall order the optional licenses by sending a written SAP order with authorized signature to the Licensor via electronic mailing system. The order shall contain the conditions necessary for the due performance of the given service, especially the list of services ordered and the date of performance agreed previously by both parties. The ad hoc order sent complying with the above shall be after its receipt without delay confirmed by the Licensor in writing (via electronic mailing system), with authorized signature. All terms and conditions not regulated by the ad hoc order, shall be governed by the present Agreement.


1.2.) By signing the present Agreement the Client orders and the Licensor undertakes to perform activities subject to the present Agreement.


II.


License fee and payment conditions


2.1.1.) The Licensor shall be entitled to a fee, as defined below. 


The license fee for the SYSTEM is ……………….. per month, per license (the “License Fee”), will accrue from the date that the SYSTEM is installed at Client’s site (the “Commencement Date”) and will be billed in equal quarterly installments, after the performance of the Licensor’s service for the given calendar quarter. 


The License fee also includes the fee of index data.

In the event that the given license is not effective from the first day of the calendar quarter, the Licensor shall be entitled to issue its invoice also for the fragment periods.


The Licensor shall – before submitting its first invoice or before the activation of an additional license -  hand over to the Client the permission of use regarding the validity of the services by the producer of the software or by other authorized person the authorization of which is simultaneously verified.


For purposes of this paragraph, “installed at Client’s site” shall mean that the Software is installed at Client’s site and the first successful automatic update of the SYSTEM database has occurred and Client has access to such database.  


2.1.2.) The Licensor undertakes to provide the optional licenses determined in section 1.1.2.) for a monthly license fee of ……per license.

The commencement date of the additional licenses ordered by the client shall be within one calendar week after the submission of the ad hoc order by the Client. In the case of mid- invoicing period commencement, the fee shall be calculated on a proportional basis.


2.1.3.) The amount of the License fee shall not be modified during the year when this Agreement is concluded. Thereafter, the Licensor shall have the right to submit a proposal in order to adjust the license fee on 1st January of each calendar year ("the Day of Restatement”), according to the MUICP (Monetary Union Index of Consumer Prices) rate fixed by EUROSTAT (the Statistical Office of the European Communities), as follows: The License fee shall remain unchanged during the year when this License Agreement is concluded, and thereafter in each calendar year, the indexed License fee shall be applied from January 1st of each year.

Licensor agrees that according to the Hungarian public procurement regulations, the above adjustment of the License Fee requires modification of the Agreement with reference to section 303 of the Hungarian Act on Public Procurement.

If the publication of the MUICP index is stopped or the index can no longer be used, for whatever reason, an index that is the most similar to the MUICP index and, if possible, is used in the Eurozone, shall be applied.

2.1.4.) The License Fee shall include all relevant costs of the Licensor that may arise connected to the performance of the service defined in section 1.1.).


2.1.5.) In addition to the Licensor’s fee, the Licensor may not enforce any claim or demand against the Client related to the performance of the tasks undertaken in the present Agreement. 


2.2.) The Licensor shall present the invoice to the Client within 10 days from the day of acceptance of the certification of fulfillment.


2.3.) By signing the present Agreement the Licensor agrees that in the event that the Licensor issues and presents its invoice not complying with the way and deadline laid down in the Agreement, the Client shall be entitled to send back the invoice to the Licensor without settling it, and the Licensor shall be obliged to issue its invoice again, and the date of the issuance of that invoice shall not be earlier date than the day when the Client sent back the original invoice which was issued by the Licensor in a way not complying with the rules of the Agreement.

2.4.) The Licensor’s fee shall be paid by the Client to the Licensor pursuant to section 2.5.), within 30 calendar days after the issuance of the invoice by the Licensor by wire transfer to the account indicated in the invoice of the Licensor.

2.5.) The payment of the invoices shall be performed pursuant to the effective rules of payment of consideration determined in the Hungarian Act on Public Procurement, the detailed order and practical process of which is laid down in Appendix no. 4. of the present Agreement.

2.6.) The precondition of invoicing is that the Licensor has fulfilled its task subject to the present Agreement in the way prescribed by legal regulations and the present Agreement and such fulfillment has been certified by the authorized representative of the Client. 


2.7.) The Licensor shall indicate the SAP number identifying the obligation of the Costumer in the invoice. The SAP number shall be provided by the Accounting and Finance Division of the Client after the signing of the present Agreement. In case the Licensor does not indicate the Agreement number in the invoice the Client is entitled to return the invoice unpaid to the Licensor and as long as the Licensor does not send the invoice which is in conformity with the formal requirements prescribed by the legal regulations and the present Agreement to the Client; the Licensor is in delay of invoicing and this delay of Licensor excludes the simultaneous delay in payment of the Client.


2.8.) The Licensor shall issue and send its invoice to the following address: MNB Accounting and Finance Division, 1850 Budapest.


2.9.) The settlement of the invoice shall take place with reservation of all of the Client’s rights related to the deficient performance or other breach of agreement by the Licensor.


2.10.) In the case of late payment of the Client the Licensor shall be entitled to charge interest for late payment determined in section 301/A. of the Civil Code, for each payment of the delay. In the case of late payment of the Client In the case of the delay of payment exceeding 14 days attributable to the Client, the Licensor shall be entitled to bind the further performance of the service to a modification of payment conditions or suspend the performance of the service.


2.11.)  If the Licensor does not issue the invoice in conformity to the agreement, the Client shall be entitled to send the invoice back within 5 working days from its receipt and deny settlement of the invoice without the consequences of delay. In such case the Licensor is not entitled to suspend or terminate the further performance of the agreement.

2.12.) By signing the present Agreement, Licensor agrees that the Client is entitled to set off its receivables existing against the Licensor to the consideration due to the Licensor. Only those receivable may be set off, which are homogenous, expired and not contested by the Licensor.


III.


Term, termination and suspension


3.1.1.) This Agreement enters into force on XXXXXX 2011. and is concluded by the Parties for an indefinite period. Either party shall be entitled to terminate this Agreement with one hundred and twenty (120) days notice in writing to the other party. 


The effective date of termination shall be the (i) 120th day after notice of termination is given, or (ii) the date specified in the notice. 


3.1.2.) The Client shall also be entitled to reduce the Number of Licenses, at least thirty (30) calendar days before the 1st day of each calendar quarter, with a notice in writing to the Licensor. This notice terminates the Agreement regarding the number of Licenses indicated in the notice only.


The effective date of the above reduction of number of Licenses shall be the 1st day of the given calendar quarter.


The Client shall be entitled to exercise the right of reduction of number of licenses with the restriction that the total number of licenses shall not be less than 5 (five). 

3.2.) Notwithstanding the foregoing, either party may immediately terminate this Agreement on written notice to the other party in the event of 


(i) a material breach of this Agreement by the other party which is not cured within thirty (30) days after receipt of a written notice of such breach from the non-breaching party; 

(ii) any injunction, order, judgment, decree or regulatory restriction imposed upon the the other party by any government, state or other entity exercising executive, legislative, judicial, regulatory or administrative functions, that materially and adversely affects the other party’s ability to perform its obligations under this Agreement, or 

(iii) the Insolvency of the other party.

Sections that by their nature are intended to survive, shall survive termination of this Agreement.


3.3.) The Licensor may without terminating this Agreement suspend the provision of SYSTEM to Client in whole or in part until further notice with immediate effect:


(a) to test, repair, modify, maintain or improve the SYSTEM;

(b) to comply with any order, instruction or request of any government, or other competent administrative or regulatory authority;

(c) if The Licensor has reasonable cause to believe that the SYSTEM is being used fraudulently, 

(d) where, in the opinion of The Licensor, circumstances outside The Licensor’s reasonable control make such suspension necessary or desirable.

The Licensor will give Client as much notice as is reasonably practicable of any such suspension and will use its reasonable endeavors to reinstate the provision of the SYSTEM as soon as reasonably practicable.

IV.


Details of the service


4.1.) Connection


Client shall be solely responsible for the maintenance of a capability to initiate connection to Licensor's file transmission protocol (hereinafter referred to as: ftp) server for the purpose of retrieving updates via ftp, and Client shall be solely responsible for resolving all issues relating to Client’s computer systems and/or computer firewall in conjunction therewith. If Client wishes Licensor to provide remote access support via a connection to Client’s workstation(s), then Client shall be responsible for the acquisition and maintenance of an appropriate connection methodology and remote access software compatible with those used by Licensor.

Licensor shall provide support as specified in the current General terms and conditions of the Licensor (including service levels) provided to Client attached hereto as Appendix 7, as updated by Licensor from time to time (the “General terms and conditions of the Licensor”). The General terms and conditions of the Licensor are subject to periodic review and update by Licensor to reflect developments in industry practice and changes in the operational and service infrastructure of the SYSTEM. 


Updates to the General terms and conditions of the Licensor will come into force when the revised form is provided to Client, and such revised General terms and conditions of the Licensor will supersede all previous versions of the General terms and conditions of the Licensor. Modifications to the General terms and conditions of the Licensor may not be made which act to materially diminish the service levels set forth in the current General terms and conditions of the Licensor. 


In the event that the Client exercises its right of termination with 120 days notice laid down in section 3.1.), within 15 days after the revised form of General terms and conditions of the Licensor is provided to Client, the revised General terms and conditions of the Licensor shall not supersede the former version, and the former version shall be regarded as effective General terms and conditions of the Licensor until the end of the notice period, except for the case that the above is otherwise provided in the written notice of termination by the Client.


4.2.) Data providers


It is understood that Licensor is obtaining information from Data providers. Nothing in this Agreement shall be construed by any of the parties hereto, or by any third party, as constituting Licensor and the Data providers as principal or agent, partners or joint venturers, or to be in any other trust, fiduciary or confidential relationship, nor will anything herein (except as otherwise specifically provided) render Licensor or the Data providers liable for the debts or obligations of the other. It is understood and agreed that the only relationship between Licensor and the Data providers is that of independent contractors. 


Provider Data to which access is provided pursuant to this Agreement is intended solely for use in connection with the Software. Client may neither load nor store the Provider Data in any other database or form, nor use the Provider Data for any other purpose than that stated above except for backup, testing, or emergency recovery, nor may Client extract the Provider Data from the databases for use in any other software, nor may Client provide the Provider Data to any third party.  Subject to these restrictions, in the normal course of Client’s business Client may load reports generated by the Software that contain reasonable amounts of Provider Data into other software, and Client may provide such reports or reports derived directly from such reports to Client’s existing or prospective clients or consultants.  For greater certainty, Provider Data does not include Evaluated Data.  


The Data providers retain all title and ownership of the Provider Data, including the original disk copy and all subsequent copies of the Provider Data, regardless of the form or media in or on which the original and other copies may exist. This Agreement is not a sale of the Provider Data or any other data provided with The SYSTEM or any copy thereof and Client shall not contest or challenge in any manner the Data provider’s ownership of the Provider Data.


Client agrees to keep confidential and prevent and protect the contents of the Provider Data from unauthorized use and disclosure, and infringement or misappropriation, as described above in the immediately preceding paragraph.  Client also agrees that misappropriation or misuse of the Provider Data shall cause serious damage to the Data providers and that in such event money damages may not constitute sufficient compensation to the Data providers; consequently, Client agrees that in the event of any misappropriation or misuse, the Data providers shall have the right to obtain injunctive relief in addition to any other legal or financial remedies to which the Data providers may be entitled.  Client shall immediately notify Licensor, in writing, if it comes to the attention of Client that all or part of the Provider Data is being transmitted and disseminated, or being used by a third party without the prior written consent of Licensor and the Data providers, and will take reasonable steps necessary to prevent the continuation of such activities.  Client acknowledges and agrees that in the event certain of Licensor's rights, permissions or approvals pertaining to the Provider Data are canceled, terminated, rescinded or not renewed, Client's right to use the affected portions of the Provider Data shall automatically terminate, which termination shall not constitute a breach by Licensor of any of its obligations hereunder.


Client will be solely responsible to obtain and maintain, at its own cost, all consents and licenses, make all filings and enter into any agreements necessary to receive ………………. identification data (hereinafter referred to as the “…………… Data”) through The SYSTEM. 


4.3.) Subcontractors


In case the Licensor involves a subcontractor in the performance of the work, then it shall be liable for the performance of the subcontractor as if it would have acted itself. The Licensor shall also comply with the related regulations of the Hungarian public procurement regulations. The subcontractor shall not be entitled to involve further subcontractors. The Licensor is solely liable for the fees and costs of the subcontractor.

4.4.) User restrictions; ownership of materials


During the term of this Agreement, Client is entitled to simultaneous use of the Software at the named sites by the number of concurrent users per site agreed upon by the parties pursuant to this Agreement.  No other local area network, wide area network, telephone dial-up, Internet, TCP/IP or other connection may be made to access the service or its components by affiliates or subsidiaries of Client, except as otherwise agreed by Licensor. Licensor retains all title and ownership of the Software, including the original disk copy and all subsequent copies of the Software, regardless of the form or media in or on which the original and other copies may exist.  This Agreement is not a sale of the original Software or any copy. 


The Software, Data and Documentation are owned by Licensor and the Provider Data is owned by the Data providers. The Software, Data, Documentation and the Provider Data are protected by copyright laws and international treaty provisions.  Therefore, Client must treat the Software, Data, Documentation and the Provider Data like any other copyrighted material (e.g., a book or a recording).


Client may not use the Data and the Services in any manner that is not expressly granted in this Agreement. All rights not specifically granted in this Agreement are expressly reserved by Licensor. Without limitating the generality of the foregoing, unless expressly permitted in the Agreement, Client may not: 


i. publish, transfer, display or grant direct or indirect access to any Service or Derived Materials to any third party or to any person who is not a User or who is outside the permitted Locations; 

ii. duplicate all or any part of the Services; 

iii. modify, improve, manipulate, translate, reverse-engineer, decompile or disassemble any Service or any part thereof; 

iv. use the Services or Licensor’s or a Provider’s name in connection with a prospectus or the creation, issuance, offer, or promotion of a financial instrument or security; 

v. use any Service for the benefit of a third party other than with respect to third parties whose assets are managed by Client or who have brokerage or trading accounts with Client; 

vi. use any Service for the purpose of designing, modifying, or otherwise creating any service, software program, or model that performs functions similar to, or that compete with, the Services; 

vii. distribute, display, transmit, or make available to a third party any security identifiers or Licensor identifiers delivered with the Services without first obtaining written consent directly from the owner of such identifiers; 

viii. use any Service in a manner that would substitute for the addition of a User or a license or purchase of any portion of a Service; or 


ix. cause, permit, or authorize others to do any of the above. 


Client agrees upon termination of this Agreement to immediately return to Licensor the Software, Data, Provider Data, Documentation and all portions and copies thereof, and other equipment supplied with the service (excluding any reports received by Client previously generated by the Software of the type described in Section 6).  Client also agrees to certify in writing as to the return of the Software, Data, Provider Data, Documentation and all copies thereof.


4.5.) Client User


Client acknowledges and agrees that, subject to confidentiality regulations of the general terms and conditions of the Licensor, the Licensor may collect and maintain personal data regarding Client Users (limited to their name, job title and contact details). Such personal data will be used solely for the purpose of administering access controls. Client agrees to procure that each Client User has consented to the collection, processing and transfer of his/her personal data. Client shall use its reasonable endeavors to ensure that each Client User notifies Client of any changes to his/her personal data and Client shall where relevant notify the Licensor of the same without delay.


4.6.) Use of Evaluations Data 


In the event that Client at any time accesses Data comprised of Evaluations of securities and certain other Data related to such securities, the following additional provisions shall apply:


Client acknowledges that securities are complicated financial instruments. There are many methodologies (including computer-based analytical modeling) available to generate approximations of their market value, and there is significant professional disagreement about which is best. Evaluation methods, including those used by Licensor or its Data Providers, may not generate approximations that correspond to actual “traded” prices of the instruments. Evaluations are not the transaction price at which an investment can be purchased or sold in the market.  

Evaluations are based upon certain market assumptions and evaluation methodologies reflected in proprietary and/or confidential algorithms and may not conform to trading prices or information available from third parties; and


Client acknowledges and agrees that it assumes all responsibility for edit checking, external verification of Evaluations, and ultimately the appropriateness of use of Evaluations and other pricing Data in Client’s applications, regardless of any efforts made by Licensor in this respect. 


V.


Warranty and liability, intellectual property rights


5.1.) Warranty limitations


Licensor warrants only: (i) that it has the right to provide Client with access to the SYSTEM in accordance with this Agreement, and (ii) that the SYSTEM shall conform to the Documentation and shall operate in accordance with Licensor's written representations to Client. If the SYSTEM fails to perform in accordance therewith, then the sole warranty obligation of Licensor and the Data providers shall be to use reasonable efforts to remedy such failure and to conform to the express covenants and conditions set forth in this Agreement. 


5.2.) Liability limitations


The Licensor will accept liability without limit (i) for death or personal injury caused by its negligence or the negligence of its employees acting in the course of their employment; (ii) for any fraudulent pre-contractual misrepresentations made by the Licensor on which Client can be shown to have relied; and (iii) for any other liability which by law the Licensor cannot exclude. This does not in any way confer greater rights than Client would otherwise have at law.


The Licensor will accept liability to pay damages in respect of loss or damage suffered by Client as a direct result of any breach of this Agreement or any tort (including negligence) committed by the Licensor provided that this liability to pay damages will not exceed [same as initial period’s charges] in aggregate.


In no event shall Licensor or any of its officers, directors, employees, or agents, or any of the Data providers be liable for any indirect, consequential, or incidental damages (including damages for loss of business profits) arising out of the use of or inability to use the SYSTEM or the reports generated thereby even if Licensor or the Data providers have been advised of the possibility of such damages.


Neither party shall be liable to the other party for any loss, injury, delay, damages or other casualties suffered by the other due to strikes, riots, storms, fires, acts of God or government, or any cause, whether similar or dissimilar to the foregoing, beyond the reasonable control of such party.


Notwithstanding any provision herein to the contrary, if any law, regulation, or governmental action or threatened action at any time prevents Licensor from providing service hereunder, then this Agreement shall be terminable by either party on notice in writing to the other party, and neither party shall be penalized as a result thereof.


The parties hereto understand and agree that computer equipment is subject to mechanical and other failures and that computer software at times can contain errors.  Because of the foregoing, and also because the applications to which Licensor's hardware and software can be put by Client are within the control of Client, Client agrees and understands that neither Licensor nor any of the Data providers shall have any responsibility for said failures or errors, except as expressly provided herein.


5.3.) Liability insurance


The Licensor hereby declares to have executed liability insurance at …… Insurance Company. The copy of the insurance policy forms inseparable part of the present Agreement and is attached as Appendix 6 to the present Agreement. The Licensor shall be obliged to maintain the insurance described in this point until 30 days after the term of validity of the present Agreement. It shall qualify as a serious breach of agreement if the insurance of the Licensor ceases to exist for any reason during the period determined in this point. In such case, Licensor shall have unlimited responsibility for damages to the Licensor that occur as a result of termination of Licensor’s insurance or damages enforced by third parties against the Customer in relation to the present Agreement. The Licensor is entitled to conclude within the temporal effectivity of the present Agreement a liability insurance with conditions that are equalling to or are more strict than the above, or conclude a liability insurance with higher amount. This change may not be regarded as breach of the agreement.

5.4.) Force Majeure


Each party’s performance hereunder shall be excused without liability in the event of any event or contingency beyond such party’s control, including but not limited to:  foreign or domestic embargoes; acts of God; terrorist acts; the adoption or enactment of any law, ordinance, regulation, ruling, or order directly or indirectly interfering with performance hereunder; lack of the usual means of transportation; technological failure; fires; floods; explosions or strikes; earthquakes.


5.5.) Intellectual Property Rights


The Licensor warrants that it has the right to grant the licence set out in clause 1.1.) All title, ownership rights and intellectual property rights in the SYSTEM, including but not limited to the SYSTEM output and methodology, shall remain by the Licensor. Nothing on the SYSTEM shall be construed as conferring any licence save as expressly set out herein of any of Licensor’s or any third party’s intellectual property rights, whether by estoppel, implication or otherwise.


Licensor shall defend, at its expense, any action brought against Client arising out of any claim that Client's use of the Software or Documentation infringes upon the intellectual property rights of any third party, provided that Client shall notify Licensor promptly in writing of any such action, and Licensor, at its option, shall have sole control of the defense of any such action and all negotiations for its settlement or compromise, and provided, further, that Client shall cooperate fully with Licensor in defending against such actions.  In addition, in connection with such actions, Licensor shall indemnify and hold Client harmless against any and all damages and costs awarded against Client by final court order or fully executed settlement agreement.


VI.


Penalty


6.1.) In the case of non-fulfilment or default fulfilment of the Agreement, the Licensor shall be obliged to pay penalty as defined below. Limitations of liability or warranty shall not be applied in the scope of effect of the present title determining the rules of penalty.


6.2.) In particular, non-fulfilment of the quality requirements specified in the appendices of the present Agreement and of legal and contractual provisions shall be deemed a lack of conformity.


6.2.1.) In case of access based services: In the event that the Licensor does not fulfil its obligation of providing minimum percentage of access laid down in Appendix No. 2., the Licensor shall pay ......., that is ………….per every xx,xx% of the reduction of the access of the Client as penalty for default or late performance.

The maximum amount of penalty shall be …..% of the monthly net license fee.


6.2.2.) In case of optional orders: in the event that the Licensor does not fulfil its obligation until the deadline specified in the Client’s reminder, except for the case of force majeure indicated in point 5.4.), then


The Licensor shall pay 2.5% of the given calendar quarter net license fee per day to the Client as penalty for default or late performance.

The maximum amount of penalty shall be 20 % of the given calendar quarter net license fee.


6.3.) In case of frustration of the Agreement attributable to the Licensor, the Licensor shall pay ......., that is ………… to the Client as penalty for frustration.

6.4.) The Client may also enforce its direct damage claims above the amount of the default penalty against the Licensor. The Client shall send the Licensor an accounting notification of the amount of penalty to be executed. In the event of emergence of penalty for default or late delivery the Licensor shall indicate in its invoice the fee due to the Licensor based on the Agreement, the penalty as a negative amount, and the amount to be paid (financially settled) by the Client as balance of the above.


VII.


Other provisions


7.1.) The Parties declare that they have the approval of their decision-making body to sign the present Agreement. The Parties declare furthermore that their representatives signing the present Agreement legally represent the company and have the authorization required to sign the present Agreement.


7.2.) The Parties declare furthermore that they are not under bankruptcy or liquidation proceedings and that no consent of any third party or authority is required for the validity of the present Agreement.


7.3.) If any of the Parties does not strictly adhere to the provisions of the present Agreement on one or more cases, or to the exercising of a right, a remedy or option, this shall not mean that such condition, right or remedy shall be waived by that party in the future or that party shall withdraw any of its claims.


No term or provision hereof shall be deemed waived and no breach consented to or excused, unless such waiver, consent or excuse shall be in writing and signed by the waiving party.  Should either party consent, waive or excuse a breach by the other party, such shall not constitute a consent to, waiver of, or excuse of any other different or subsequent breach, whether or not of the same kind as the original breach.  No amendment of this Agreement shall be effective unless in writing and signed by authorized representatives of both parties.


7.4.) The Parties agree that both of them shall bear their own costs in relation to the conclusion of the present Agreement.


7.5.) The parties are aware that the present Agreement may only be modified by mutual consent in writing. By signing the present Agreement, the Licensor declares that it has reviewed all documentation and other relevant document relating to the present Agreement in its own responsibility in the interests of fulfillment of the present Agreement prior to the conclusion of the present Agreement. With regard to the above, no modification of agreement may be initiated with referral to possible mistakes or deficiencies of the documentation or the other relevant documents.


7.6.) The Parties agree that claims under this legal relationship may not be assigned or transferred to any third persons (except the rightful legal successor of the Licensor and the contractual successor of the Licensor, on condition that the contractual successor of the Licensor is accepted in written form by the Client) and may not be used as security in a loan or credit facility agreement or in any other legal relationship. 


7.7.) Denomination of the representatives and the method of communication


All notices, requests, questions under the present Agreement shall be made in writing and deemed to be made in the following manner:



a) at the time of receipt if handed over by hand in turn of a confirmation receipt;


b) at the time of receipt if sent in a registered mail with a confirmation notice, or via courier


c) at the time of successful delivery stated by facsimile or email, if sent by facsimile or e-mail (activity or delivery report).


Denomination of the representatives and contact persons

Client:


Entitled to make a statement:


Béres Andor 

E-mail: beresa@mnb.hu 

Tel: 428-2600 / 1801

Fax: 428-2546

Technical matters

Kelemen Katalin (ISZ)


E-mail: kelemenk@mnb.hu 

Tel: 428-2600 / 1804

Fax: 428-2544

Technical matters (PDP)


Szabó József 


E-mail: szaboj@mnb.hu

Tel: 428 – 2600 / 4036

Fax: 428-2529

Technical matters (IKK)


Vereszki-Varga Péter 


E-mail: vereszkip@mnb.hu

Tel: 428 – 2600 / 15-34

Fax: ………….

Horgász Erik 


E-mail: horgasze@mnb.hu

Tel: 428 – 2600 / 15-34

Fax: ………….

Licensor



Entitled to make a statement:


Matters connected with the agreement

.........................


E-mail: ..............


Tel: …………..


Fax: …………..


Matters connected with the daily routine


In a special letter, person(s) designated in advance.


7.8.) Each party acknowledges that it has read this Agreement and that together with all written amendments, exhibits, and schedules, this Agreement constitutes the entire and exclusive agreement between Client and Licensor with respect to the subject matter hereof, and supersedes any previous agreement or understanding between the parties and no statement, agreement, or understanding not contained herein shall be enforced or recognized. 


7.9.) If any provisions of the present Agreement are or become invalid or unenforceable, this does not affect the validity or enforceability of the whole agreement or its other provisions. In case of partial invalidity, the Parties shall conclude a new modification of the Agreement which is as close to the business intentions and legal content of the original contractual provisions as possible but is in conformity with legal regulations. In the case of dispute, the court may establish the new contractual condition and may supersede the Party’s statement with its judgment.


7.10.) Client will not recruit or solicit the Licensor’s personnel or employees involved in the provision of the Services until the earlier of one year after (i) the termination of this Agreement or (ii) that person is no longer employed by the Licensor.


7.11.) The Parties shall endeavor to settle all disputes arising under the present Agreement or in relation to it, its breach, termination, validity or interpretation by way of negotiation. If the Parties do not achieve a written settlement within 30 (thirty) days following commencement of the negotiations, the Parties stipulate that such dispute shall be referred to the competent court with due jurisdictions.


7.12.) The present Agreement consists of ...... (....) numbered pages and ...... (.....) Appendices and has been drawn up in four (4) identical original copies every page of which was signed by the representatives of the Parties. By signing the present Agreement the Licensor gives its consent to the Client to publicize the scanned copy of the Agreement. By signing the present Agreement the Licensor acknowledges that the tenor of the present Agreement shall not be qualified as business secret. 


The Licensor proves with a report by an independent auditor or any other authentic way that there are effective mechanisms in the SYSTEM, providing that no third parties may become aware of the data of the Client (confidentiality), and the positions may not be altered by any one else but the Client (invulnerability).


The client undertakes not to use the information coming to its knowledge neither for business purposes nor for any other purpose, and warrants that its departments responsible for sale shall not become aware of the above information.


7.13.) Inseparable parts of the agreement:

Appendix 1: The call for the tender by the Client and tender documentation


Appendix 2: Specification of requirements.


Appendix 3: Extract of the tender offer of the Licensor.


Appendix 4: Detailed rules of payment of the consideration


Appendix 5: Statement of authorization


Appendix 6: Copy of the liability insurance policy of the Licensor


Appendix 7: General terms and conditions of the Licensor (including Service levels)


Appendix 8: Description of the SYSTEM


Appendix 9: Services and fees


7.14.) All terms and conditions not regulated by the present Agreement shall be governed by the mandatory provisions of the Hungarian Act CXXIX of 2003 on Public Procurement and Act. CXXII. of 2009. All further terms and conditions not regulated by the above acts shall be governed by General terms and conditions of the Licensor and the law of the United Kingdom. 


In case of any discrepancy between the wording of the agreement and the General terms and conditions of the Licensor, the present agreement shall be regarded as governing. 


In the event of any commercial or technical discrepancy between the wording of the agreement and its appendices, the given appendix (except for the General terms and conditions of the Licensor) shall be regarded as governing. 


The following conditions of the General terms and conditions of the Licensor shall not be applied to the present contractual relationship of the Parties:


………………………………….


………………………………….


………………………………….


The Parties have, after reading and interpreting, signed the present Agreement as fully conforming to their wills.


Budapest, …………….  2011.


		Magyar Nemzeti Bank

		…………



		

		



		……………………………

		……………………………



		Client

		Licensor
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Detailed rules for payment of consideration


1.) Contractor is required to make out a statement in writing, and deliver it to the Contracting Entity before the time of acceptance of performance to declare as to the share Contractor is entitled to receive from the Contract Price. This clause applies to tenders submitted jointly.


2.) Contractor is required to make out a statement before the time of acceptance of performance to declare as to the share of subcontractors involved, and the share of experts engaged in the execution of their contract by means other than contract of employment or other employment relationship to which each one of them is entitled to receive from the Contract Price, and shall instruct the subcontractors and experts at the same time to make out their respective invoices. This statement is a separate document, detached from the certificate of performance, containing the following information: subcontractor’s name, address, tax number, bank account number registered in the register of companies, sum due to the subcontractor.


3.) Contractor shall be entitled to make out an invoice to the Contracting Entity without delay upon the acceptance of performance, in any case within 3 working days of the time of receipt of the certificate of performance, for a sum that is due to its subcontractors involved and to the experts engaged in the execution of the contract by means other than contract of employment or other employment relationship. Copies of the invoices of subcontractors involved and to the experts engaged in the execution of the contract by means other than contract of employment or other employment relationship made out to the Contractor, the certificate of performance and the statement referred to above must be enclosed with, comprising an inseparable part of the Contractor’s invoice.


4.) Contracting Entity shall remit payment of the amount invoiced according to Paragraph 3 to the Contractor within 15 days from the date the invoice was made out to the bank account Contractor has indicated on the relevant invoice. Contractor shall ensure to have the invoice delivered to the Contracting Entity at least 8 days before the payment due date indicated in the invoice.


5.) Contractor shall forthwith pay the invoices of subcontractors and experts, or shall withhold such payment (or a part of the sum) in accordance with Article 36/A(3) of Act XCII/2003 on the Rules of Taxation (hereinafter referred to as “Taxation Act”). Contractor shall effect payment to the bank account numbers of subcontractors registered in the register of companies.


6.) Contractor shall give to the Contracting Entity copies of the certificates of the transfers made under Paragraph 5, or copies of the combined tax certificates of the subcontractor (expert) showing any outstanding public dues [the latter with a view to enabling the Contracting Entity to determine as to whether the Contractor had any legitimate reason for not paying the (full) amount to the subcontractor affected]. Copies of paper-based bank account statements are also required, made wholly on the statement, where only those items and contents may be concealed or covered up which are irrelevant for MNB. If the statement is made electronically, it may be edited to an extent without altering the original layout, containing all information of the original version which are deemed to be of relevance for MNB. All these documents are to be submitted enclosed with the invoice. At the same time, Contractor shall present the invoice for the remaining portion of the Contract Price, that the Contracting Entity shall pay within 15 days to the Contractor, if the Contractor satisfied all payment obligations to his subcontractors, including the obligations prescribed under Article 36/A of the Taxation Act.


7.) If the Contractor fails to satisfy the obligation under Paragraph 6, the Contracting Entity shall retain the sum remaining from the Contract Price and shall release it to the Contractor if able to prove of having satisfied the obligation under Paragraph 6, or if able to produce documentary evidence to the effect that the subcontractor or expert is not entitled to the sum the Contractor has notified according to Paragraph 2, or to any part of that sum.


8.) If the Contracting Entity pays the Contract Price in several instalments, the provisions laid down in this annex shall apply with respect to each instalment.


9.) If performance is approved as contracted and payment is not received within the prescribed time limit, the Contractor shall have the right to post a collection order – in possession of the authorisation fixed in the annex to this Contract – against the payment account of the Contracting Entity, provided that the Contractor has satisfied all obligations conferred upon him by this annex.


10.) Contractor shall be entitled to submit any and all documents mentioned in this annex – with the exception of paper-based and electronic invoices – by way of electronic means, subject to using the formal requirements set out in this annex. Contractor is required to send electronic documents to Contracting Entity’s Gazdalkodasiugyintezok@mnb.hu. E-mail address. 


If the Contractor wishes to submit his invoice in electronic format, it shall be governed the relevant provisions of the contract, rather than by this paragraph.


11.) Contractor shall be able to submit an invoice on completion of the works to which the contract relates in accordance with the relevant legislation and with this contract, where such performance is verified by the Contracting Entity’s authorised agent by means of a certificate of performance. 


12.) Upon paying the invoice the Contracting Entity reserves all rights relating to or arising from any defective performance or other breach of contract on the Contractor’s part.


13.) If the Contractor’s fails to conform with the requirements set out in this contract, the Contracting Entity shall be entitled to return such invoice within five working days of receipt and to refuse payment without falling in delay thereby, whereupon the Contractor is required to make out another invoice, where the invoice date may not antedate the day when the Contracting Entity returned the Contractor’s previous invoice stating that it failed to conform with the requirements set out in this contract. In this case the Contractor shall not be entitled to decline or terminate further performance of the contract.


14.) Contractor’s signature of this contract shall constitute his acknowledgement for granting Contracting Entity the right to deduct any homogenous, overdue and uncontested claim the Contracting Entity may have from the Contractor from any payment that is due to the Contractor.


15.) Contractor shall be entitled to charge default interest in the event of Contracting Entity’s delay in payment, for each day of delay in accordance with Article 301/A of the Civil Code. Contractor shall have the right to make the provision of further services conditional upon changes in the payment terms and conditions, or to suspend services, if the Contracting Entity falls more than 14 days behind in payment for reasons within its control.
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1 Object of procurement


The Magyar Nemzeti Bank is planning the introduction of a multifunctional IT solution supporting the management of foreign currency reserves.


The object of procurement is the introduction of a portfolio management system and the provision of subscription at the Magyar Nemzeti Bank for the planned contractual period, in accordance with the specifications, and the provision of access to support services provided by the producer of the system.


The system to be introduced shall satisfy the analytical and decision support demands of reserve management at a high level, to an extent possible under current best practice. 


The system is introduced at the bank for the purpose of improving foreign currency reserve management on the software side, the realisation of higher yields and the reduction of risks of low probability, but of very large amounts.


The procurement hereunder does not serve the development of the interface.


2 architectural environment


Guidelines are provided in the document entitled “Requirements relating to IT developments”, particularly Chapters 4, 5 and 8 and Annex 1 thereof.
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We wish to note that the Internet connection in the IT Infrastructure is realised through a Proxy server, with the use of firewalls operating with content filters. A high level NTLM (NT LAN Managing) login method is in place at the MNB, therefore a login method of a lower level (e.g. Basic Authenticated) is not supported. 


For security reasons, the download of binary code is generally not permitted through the content filter of the MNB network infrastructure. If the service provider is able to operate the service through the open Internet only in this form, this is only possible through an encrypted channel (HTTPS) and by Bank Security authorisation of the necessary ports and protocols, without violation of the principle of trust.


3 requirements


The Contracting Authority sets out the following requirements relating to the application.


3.1 Data content and data management features 


3.1.1 Data content


1) It is capable of managing the asset classes belonging to the MNB investment universe and contains as much specific securities as possible.


It shall manage the following asset classes
 on a mandatory basis: 


· bonds (bullet and amortising, FRN, inflation linked, optional bonds),


· ABSs,


· MBSs


· CP, CD


· money market placement and cash


· bond, interest rate and swapnote futures,


· credit default swap,


· interest rate and currency swap (IRS-CIRS),


· FX-swap.


Optional:


· Repo, tri-party repo


· interest rate futures option,


· otc bond option,


The master database of the service provider containing the market instruments shall cover the current and potential (included in the investment universe) assets of the MNB portfolio.


The method shall enable the recording of securities that are not contained in the system. With the help of recorded data, the application shall be capable of instrument pricing, calculation of sensitivities relating to the relevant market risk factors and use in the reports provided by the system. If the recording or pricing of individual instruments thereby constitutes “exception handling”, and this does not require major labour expenditure on the side of the MNB, it may maximally occur to a limited extent with respect to the number of securities.


2) Price data source, checked price of good quality, with wide coverage


A rate indicating price quality is, for example, the deviance of portfolio elements weighted with the portfolio or maximum absolute variation based on our own evaluation prices.


3) Wide access to relevant bond market indices


The system shall provide access to elements of the Barclays and/or iBoxx index family.


4) Descriptive information of necessary depth shall be available on the investment instruments


Mandatory fields for filtering applied for index customisation: special identification (at least ISIN in relation to bonds), size of issue, traded portfolio, date of issue, maturity, seniority/subordination, sector, type of securities, issuer, guarantor, issuing country, guarantor country, currency, coupon, description of optionality in case of optionality.


5) Access to credit risk rating data 


Mandatory access to the credit rating of at least two (S&P and Moody’s) of the three major credit rating agencies in relation to securities contained in the database. If the Fitch rating is not accessible in the system, uploadable field for the MNB rating should be available which can be used as an equivalent with the other rating fields in the course of reporting.


Extra function is data relating to the CDS spread of issuer.


3.1.2 Data management 


1) Customisable indices


The system shall enable the filtering of available indices on the basis of the accessible criteria, and the filtered sub-indices shall be mixable with each other. Extra function, if the filtering, mixes set up can be saved and used in the future.


2) Financial indices


Yield data: YTM, yield-to-worst in relation to securities with optionality, OAS (Libor and treasury as well).


Interest rate risk (also along the yield curve) sensitivities: modified duration, key rate durations, convexity.


Spread risk sensitivities: spread duration and key spread duration. 


Vega value in relation to securities with optionality.


The indices shall be available at random times, not only at the level of individual securities, but also at a portfolio and index level and their subaggregates.


3.2 Functionality


3.2.1 Asset allocation 


1) Support of strategic asset allocation 


In the strategic asset allocation process, we search the cluster of optimal portfolios in the yield-risk space over a longer time horizon (minimum 1 year, maximum 5 years). The optimisation of specific securities is inadequate for this purpose due to their ageing, i.e. change; the asset needs to enable abstract instruments (e.g. current 2-year German government securities). The risk model of the service shall support such types of (constant maturity or generic) instruments.


2) Support of tactical decisions and portfolio management level decisions


The decisions are similar to the adoption of strategic decisions, but due to the shorter horizon, expectations are less stringent toward abstract investment instruments.


3) Newsletters, analyses, information and analyses relevant to the support of portfolio management and asset allocation.


3.2.2 Portfolio management 


Benchmark tracking with minimal error with specific securities (or other instruments), in relation to which criteria may be defined in advance. The benchmark may be an index, own portfolio, or a cluster of the aforementioned abstract securities.


3.2.3 Risk analysis


1) Risk model


The asset shall have a risk model, currently in the mainstream, relying on the analytical values and market drivers listed above. The combined probability distribution of market drivers shall be taken into consideration. Extra functionality, if the modelling of the distribution margins receives special attention in the system. The service provider shall provide the user documentation of the risk model which enables assessment of the model’s quality and any partial result may be reproduced.


2) Risk indices


The system shall also provide VaR (Value at Risk), TE (tracking error) risk indices based on different methodologies: historical, parametric, Monte Carlo simulation.


3) Stress test analysis


Generation of didactic, realistic and historical stress test scenarios 


The systems are required to produce stress test reports. The first step is the elaboration of the scenarios: the extreme situations, market rates, price and spread movements that are expected. The system contains market movements witnessed in the course of historical crises (historical stress scenario), the scenario of common plus and minus 100 basis point market movements is easily prepared (didactic scenarios) and it helps in drawing up movements (estimated on the basis of volatility and correlations) that are considered realistic.


Correlated and uncorrelated scenarios 


The user should be able to define scenarios that assess the combined effect of correlated market factors and the isolated effect of individual factors.


Stress reports 


Two types of stress reports are necessary – one of these is a minimum requirement:


· in relation to sensitivity testing, the revaluation suffered by the portfolio upon the immediate occurrence of negative market events,


· in relation to multi-periodic testing, the final result of the report also contains the effect of market circumstances changing in the meantime (reinvestments).


4) Backtesting of strategies 


Ex-post backtesting of ex-ante strategies and VaR estimates: issue of risk report retrospectively to a random date in the past, only with the help of information available on such date in the past.


3.2.4 Absolute and relative performance measurement and risk analysis


1) Performance and risk breakdown model 


Relative performance and risk breakdown: these reports are required to explain the exposures and effects of decisions contributing to the result in the given portfolio.  The report should also explain the factors accounting for the difference between the portfolio and its benchmark and the amount of difference in performance it causes. It should be possible to run the report on random past periods.


Simple isolation of foreign currency revaluation results: aggregation of the performance of hedged portfolios of different foreign currency, statement of combined performance, comparison to the benchmark, whereby the result of foreign currency exposure does not appear in the statements.


3.2.5 Reporting 


1) It should be possible to run reports with high resource demand in the background.


2) Report format: in an optimal case, the format can be selected and the user sets the format according to the purpose of the report. Minimum requirement of the exportability of the tables in a file format that can be managed in Excel.


3) Customizability of reports: the user should be able to define a report by using the features, data of the application, allowing the saving and reuse of such report definition.


3.3  Non-functional requirements


· Confidentiality and integrity


· The Supplier shall evidence with an auditor’s report or other certified instrument that it operates effective mechanisms in the supplied system which ensure that customer data cannot be accessed by third parties (confidentiality) or the positions modified by other than the customer (integrity).


· The Supplier shall represent that it shall not use information it becomes aware of in its business transactions or for other purposes and agrees not to disclose such information to its departments responsible for business transactions.


· Requirements related to service levels 


· operating period: CET 7:00 a.m. – 7:00 p.m. on business days


· the continuous failure of the system may not exceed one business day,


· the failure of the system of over 4 working hours may not occur on more than 2 occasions a month


· Data access restrictions (authorisation system)


· Authorisation system is also necessary. 


· Setting of various authorisations for specific portfolios 


· Restrictions 


· possibility of automated portfolio upload 


· Security 


·  in the event of a system error, the restoring of the MNB’s position and work environment is enabled, where only changes of the last working day may be lost


3.4 Task schedule


Estimated schedule:


		Activity

		Commencement

		Completion



		Preparation of procurement procedure

		15.03.2011

		14.05.2011



		Conducting of procurement procedures, contracting

		15.05.2011

		30.09.2011



		Delivery, commissioning

		01.10.2011

		01.11.2011





3.5 Introduction of system 


The introduction of the system serves the purpose of providing access to the application of the Supplier and the configuration of the system parameters.


Tasks to be performed by the Supplier:


· Planning of implementation in accordance with the technical requirements of the application


· Execution and documentation of tests to ensure adequate operation


· Holding of training or presentations


· Support of tasks necessary to go live


3.6 Training


The training serves to ensure the success of the introduction, use and operation of the IT application. For this purpose it is necessary to transfer know-how related to the use and operation of the application to the users and operators of the system.


The Tenderer is responsible for holding training sessions in the necessary quantity and areas and/or the provision of training material for the Contracting Authority in the following areas:


· operator functions


· use of application by users 


3.7 Documentation 


The documentation serves the purpose of transferring know-how related to the use and operation of the application to the (MNB and non-MNB) users and operators of the system.


Deliverable products, documents:


· User documentation,


· Operator documentation,


· Description of BCP 


The Contracting Authority shall receive (and qualify as adequate) the user documentation from the Supplier prior to the commencement of user tests. 


The Contracting Authority shall receive (and qualify as adequate) the operator and installation documentation from the Supplier prior to delivery for initial operation. 


3.8 Support service


Support service: The winning tenderer shall manage incidents occurring during the operation of the system delivered and introduced for the Contracting Authority and provide support for operating tasks.


Support by phone and e-mail is a requirement among the communications channels available for support.

The tenderer shall manage incidents and perform tasks in the framework of the support service. The support service shall be available on business days from CET 7:00 a.m. to 7 p.m.


The Contracting Authority has the right to use phone support in unlimited quantity.


The support service shall be provided for a period corresponding to the period of subscription. 


The tenderer shall manage incidents in the framework of troubleshooting. The error causing the incident shall be eliminated in the course of troubleshooting.


The causes of error may be the following in the implemented environment:


· the application aborts during operation without an error message,


· during operation the given functionality of the application becomes unusable, unusability is also indicated by an error message,


· operation generates output with insufficient or incorrect data content,


· incorrect operation resulting from insufficient or incorrect parameter configuration settings,


· incorrect operation resulting from insufficient or incorrect environment (firewall, authentication, web service access, etc.) settings,


· software error resulting from hardware error or other software error,


· database damage,


· operating errors.


Incidents are reported on business days from CET 7:00 a.m. to 7 p.m. 


Service periods relating to incident management (from time of reporting):


		 

		 

		Deadline



		Qualification of errors

		Urgency

		Response

		Solution



		Critical

		Critical

		2 hours

		4 hours



		Serious

		High

		4 hours

		24 hours



		Other

		Normal

		8 hours

		48 hours





All times are working hours, all business days are 8 working hours.


If the management of the incident is not possible during the time available for the solution, the Supplier shall notify the Contracting Authority of such fact as soon as practicable.


Reports are prepared on the service on a monthly basis.


		Category

		Description



		Critical error

		The error is critical if the system is unusable; or the error prevents the intended use of any other serviceable function by users; or it causes database inconsistencies or data loss repairable only with major labour input; or the application becomes otherwise unfit for intended use; or it prevents access to a function from a business point of view; or it violates the authorisation system.



		Serious error

		The error is serious if the operation of the function does not significantly deviate from requirements and thereby users may use the system for a given, short transitional period, where the effect of faulty system operation may be corrected after the correction of the error (e.g. database consistency can be restored after a not too lengthy period). Such errors may be, for example, a faulty or missing error message, lack of input validation, sluggish operation, navigation irregularities, faulty queries).



		

		During live operation, an error is deemed to be a serious error where its effect may be resolved temporarily and as a result, operation may temporarily continue.



		Other errors

		Other, minor errors include cases in which the operation of the function deviates from requirements only to a minor extent, primarily causing inconvenience for users which does not significantly obstruct the daily work process or cause repairable faults in the database (e.g. spelling error, bad header, dimensioning errors in display), i.e. errors not posing a general risk to operation.



		

		





Method of incident reporting and work procedure:


· The contact person of the Contracting Authority reports his request to the contact person of the tenderer in connection with incident management and confirms the same in writing (by e-mail or fax). During notification, the contact person of the Contracting Authority also indicates the priority of the incident he qualifies.


· The time of notification shall in all cases be the time of notification confirmed in writing.


· The contact persons determine the type and procedure of incident management on the basis of available information. The contact persons shall make efforts to share information collected in the course of and relating to incident management.


· In connection with incident management, the tenderer shall report the performed repair activity and the time and duration thereof. The Contracting Authority shall certify the compliance of performance with the contract.


� Sample portfolio is provided in the annex.
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1. Summary


The requirements defined in relation IT development projects were determined on the basis of the document entitled “Medium term IT strategy of the Magyar Nemzeti Bank 2008-2011”. The issue of the development requirements aims at supporting the implementation of the IT strategy in the course of carrying out tasks related to the development of new systems and the major modification of existing systems.



The purpose of the document is to provide information on general rules relating to the tendering of application and infrastructure developments for both the MNB and external parties concerned.



The document hereunder is not the sole description of development rules. Other rules are attached to specific contracts where necessary. The IT Security Regulations (IBSZ), defining requirements and recommendations relating to IT security play an important role. Several regulations may set out provisions in connection with a given development project; in such case the most stringent provision shall take precedence.



Prior to the launching of the development projects, in the course of project preparation, it is necessary to qualify the application according to confidentiality – integrity – availability criteria. The specific requirements, relevant rules, to be applied in the course of development may and need to be defined on the basis of such qualification.



In the course of development, it is necessary to take into account the technology and operating framework of the systems and infrastructure services (operating systems, mail system, database management infrastructure, network topology, IT security systems, monitoring and management tools) to which it is compulsory to adjust. In the course of development, the quantified or quality upgrading of the related infrastructure needs to be planned and implemented where necessary, including the introduction and operation of a new element if a new infrastructure element is necessary.


The application of reliable integrated systems with high functionality and wide application is a requirement. If an adequate solution is in place for a part or whole of the task, the setup of the IT system needs to be planned in the framework thereof, and the development of a particular system is possible only in exceptional cases, on the basis of a relevant decision made in advance. The protection of existing, earlier investments which support and implement strategic objectives is assigned a priority.



Our medium term objective is the standardisation of connections between the applications, the setup of a communications channel jointly used by the systems. In relation to the implementation of data connections between the systems, platform and system independent solutions are required: WEB service (WEB-Service, WS-x), use of XML data format, forwarding of http-soap-xml data packages.



As a general rule, open and flexible applications need to be implemented. The applications shall not unnecessarily limit the freedom of the user, they shall support a flexible work process (e.g. it should be possible to save in Excel format a table received as a result for further processing, if not prohibited by a predefined rule).



In the course of implementing the applications, the individual functional layers – data management, business logic, user interface – shall be implemented to allow the modification, moving and configuration of the individual layers, and disable visibility of modification within the functional layer for the related layer(s).



The application systems that are important in terms of the bank’s operation shall be implemented to enable their use of the high availability and fault tolerance provided by the technical-technological infrastructure.



The operation of a limited number of operating platforms is enabled to keep operating costs at a low level. The use of the IBM/AIX and Sun/Solaris platform is possible in relation to business critical applications and the Intel/Microsoft or open (Linux) platform for general purposes.



We operate our systems in virtual environments to continuously improve cost efficiency. The operating platform of the virtual systems is the Vmware Virtual Infrastructure environment. The setup of a non-virtualized system is possible only on the basis of a separate, advance authorization procedure.



In relation to client side development, a so-called rich client solution running in a browser is required which combines the low maintenance expenditure requirement of browser based solutions with the user convenience of fat clients. In relation to all client solutions, the implementation of an automatic installation procedure is a mandatory requirement which adjusts to the MNB architecture performing client installations.



2. General requirements



The general requirements shall be observed in relation to both purchased and independently developed systems; other requirements depend on the general and individual features of the system.



2.1. General demands



· In the course of planning the systems – in terms of both technical and financial aspects – all elements related to function and operation – hardware, software, other tools… - shall be taken into consideration, irrespective of their availability. The resource and capacity plans shall reveal the total resource demand of the operational system (e.g. memory, data storage, licence, etc.).



· For the purpose of reproducibility and verifiability, it is compulsory to deliver automated procedures for the application which



· are able to build an operating system copy (installation), upload it with initial data, and



· migration of data of an already operating system copy, with modification of data content defined in the planning process of the system, where necessary, particularly in relation to the unidentifiability of business critical data and data affected by data protection laws.



· The systems shall be measurable by the monitoring system, therefore it is compulsory to prepare a monitoring transaction for the application which may be launched from the monitoring system and its result may be interpreted in the monitoring system, affecting all components of the system and each component is capable of inserting in it a time stamp marking the fact of operation, the beginning and end of the task.



· The systems are expected to operate for a long time, without loss of performance; the increase in the quantity of data may not substantially affect processing time. Unless provided otherwise by an individual provision, a 7 year operating period shall be considered when planning the systems.



· The MNB requires the source code in the form of a purchase or deposit. - The MNB regulates the purchase of the source code of the developed systems or the deposit obligation thereof in the framework of the supply contract on the development project.



· The MNB requires that the IT infrastructure (Annex 1) and operating order (Annex 2) of the Bank be taken into consideration. In the planning and development process of the system, only solutions which ensure integration and operation of the deliverable system in the computer infrastructure may be applied.



· In the course of development, the MNB may review (code review) the code in the development phase or its completed version, with the participation of third parties, as well. The developer is required to ensure the continuous monitoring of compliance with the provisions of the document hereunder in the course of development.



· We require the production of clients that operate in the Microsoft Windows environment, in accordance with the institution image (Annex 3) and the general user and industrial-professional expectations.



3. Design and implementation of systems



The design of the deliverable system’s architecture is based on the IT security risk analysis of the system performed in advance. The analysis shall be performed for each of the following criteria prior to the planning of implementation (or the availability, validity of an existing system verified):



· confidentiality,


· integrity and



· availability.


If a partial solution depends on several criteria, the most stringent requirement relating to the given partial solution shall be observed.



Evaluation shall be performed on the forms used by Bank Security, in accordance with evaluation rules.



3.1. Confidentiality



3.1.1. High



· Data storage: Solution using data encryption, either row level or content based access regulation. By default we expect the use of ORACLE RDBMS; other solutions may only be chosen after prior approval.



· Application: Signature and running of the code is permitted only after verification of authenticity.



· User interface: Thin or fat client, in browser, without installation.



· Data connections: Encrypted data connection from application to application.



· Logging: Digitally certified, authorization of person performing operation, protected independently from application.



· Saving: Accessible in encrypted form to restricted group of operators.



· Monitoring: Continuous transaction and data change monitoring, immediate alarming of professional or security monitoring upon violation of operating rules.



3.1.2. Medium



· Data storage: In database, with access regulation.



· Application: No separate rules.



· User interface: Thin or fat client, in browser, without installation.



· Data connections: Possibility of data transmission channel encryption if required.



· Logging: Operation and its executor is logged, the log protected with access rights.



· Saving: Centralized, accessible to restricted group of operators.



· Monitoring: Subsequent accountability on the basis of regularly prepared reports (logs).



3.1.3. Low



· Data storage: No separate rules.



· Application: No separate rules.



· User interface: Thin or fat client, in browser, without installation.



· Data connections: Open, standard.



· Logging: Not necessary, applicable if required.



· Saving: No rules, but use of centralized solution is recommended.



· Monitoring: Not necessary.



3.2. Integrity



3.2.1. High



· Data storage: Storage of digital certification information related to data.



· Application: Signature and running of the code is permitted only after verification of authenticity.



· User interface: Thin or fat client, in browser, without installation.



· Data connections: Digitally certified data connection between the systems.



· Logging: Digitally certified, authorization of person performing operation, protected independently from application.



· Saving: With digital certification.



· Monitoring: Possibility of continuous transaction and data change monitoring, immediate alarming of professional or security monitoring on authenticity breaches.



3.2.2. Medium



· Data storage: Optional choice of storage of digital certification information related to data.



· Application: No rules.



· User interface: Thin or fat client, in browser, without installation.



· Data connections: Optional choice of digitally certified data connection between the systems.



· Logging: Operation and its executor is logged, the log protected with access rights.



· Saving: Centralized.



· Monitoring: Subsequent accountability on the basis of regularly prepared reports.



3.2.3. Low



· Data storage: No separate rules.



· Application: No separate rules.



· User interface: Thin or fat client, in browser, without installation.



· Data connections: Open, standard.



· Logging: Not necessary, applicable if required.



· Saving: No rules, but use of centralized solution is recommended.



· Monitoring: Not necessary.



3.3. Availability



3.3.1. High



· Data storage: at 2 sites, clustered; possibility of service from random site.



· Application: at 2 sites, clustered, active-active (or at least active-passive) application server.



· User interface: Thin or fat client, in browser, without installation.



· Data connections: Dual datapath between servers, with automatic routing.



· Logging: No separate rules.



· Saving: Saves during the day and restore possibility for given operation or moment.



· Monitoring: Continuous monitoring and immediate notification of operator upon occurrence of error status.



3.3.2. Medium



· Data storage: at 2 sites, periodic replication of primary copy to reserve site; upon shutdown of primary site, rolling forward of reserve to last consistent status.



· Application: Cold reserve which may be launched shortly after shutdown of primary system.



· User interface: Thin or fat client, in browser, without installation.



· Data connections: No separate rules.



· Logging: No separate rules.



· Saving: Daily saves and period replication of database.



· Monitoring: Continuous monitoring and notification of operator upon occurrence of error status.



3.3.3. Low



· Data storage: at 2 sites, the reserve copy contains a consistent status not older than 24 hours which may be used upon shutdown of primary copy.



· Application: Reinstallation on reserve server upon longer shutdown of primary system.



· User interface: Thin or fat client, in browser, without installation.



· Data connections: No separate rules.



· Logging: No separate rules.



· Saving: Daily saves.



· Monitoring: Monitoring for the checking of operating parameters, log entry on inadequate operation.



4. Implementation of application systems



4.1. General requirements



· Automatic installation procedures shall be prepared for the installation of components – programs, scripts, stored procedures, databases, etc. – necessary for the operation of the system.



4.2. User interface, presentation layer



· Application of thin or rich client. - In general cases – in the absence of specific decisions – the so-called rich client is applicable. If enabled by the simplicity of the application, the application of a thin client is also possible.



Thin client: Client with minimal tools which uses the necessary resources from a remote (server) computer; its function is limited to the display of data sent by the server.


Fat client: The fat client is capable of independently processing larger quantities of data when the server primarily functions as primary storage.


Rich client: In this client architecture, the use of the central unit of the server is much more balanced than in the other cases. The client itself is basically a fat client, but it more effectively uses the network possibilities similarly to the thin client, thus it is basically a hybrid fat-thin client. In our case, this means the combined use of the functionality of the browser run and the .NET framework, JAVA runtime environment and possibly other similar environment.


· The Internet Explorer browser, .NET framework, JAVA runtime environment and the MS Office program package is available at the workplace; in general cases the user interface is to be developed with the use of these tools.



· Installation on the client side should not be necessary for the operation of the user interface.



· The appearance of the applications should adjust to the specifications contained in the “Design Manual” and practice applied by existing applications.



· If necessitated by the function of the application, it is possible to use tools other than those generally applied for the setup of the user interface on the basis of special authorisation obtained prior to the launching of implementation.



· A Help function effectively assisting users shall be implemented in the display layer in relation to interactive systems.



4.3. Business logic



· In general cases, in the absence of specific necessity and authorisation, business logic shall be made accessible in a Web-service form.



4.4. Data storage



· In relation to databases classified on the basis of risk analysis into a high category, the application of ORACLE RDBMS is required, in RAC (Real Application Cluster) configuration where necessary.



· In relation to general purpose systems, the database manager should be chosen according to efficiency criteria on one of the available platforms.



· The application of business logic directly related to data management in the data layer is permitted if it has a strong link to the given application and its general use in the future is not likely.



5. Infrastructure services



5.1. Use of directory



· The directory based services shall be implemented in the Windows 2008 Active Directory (AD) environment; the AD is deemed to be the authentic source of objects.



· In relation to applications, the use of the Active Directory Application Mode (ADAM) is supported.



5.2. Mail, sending of notifications



· The mail system is Microsoft Exchange Server 2003, expected to be version 2010 from H2 of 2010.


· The sending of mail from applications is supported with SMTP (Simple Mail Transfer Protocol) or OWA (Outlook Web Access) access.



5.3. PKI



· The PKI infrastructure of the MNB must be used by internal systems, where the use of digital certification or encryption is required.



· The “Form Signing” component of the PKI infrastructure shall be used for the support of digital signing used by users at the end user work stations.



5.4. DNS



· Services operating in the MNB network must be registered in DNS, and prior to the use of a service, its availability must be determined on the basis of DNS.



6. Resource management, virtualisation



· For the purpose of the optimal use of IT resources, the MNB applies a virtual environment. The applications shall be capable of cooperating with the used solution. The use of physical environments is only possible with prior authorisation obtained during the planning of the system.



· The tools of virtualization are provided by the VMware Virtual Infrastructure 4 – ESX 4 environment.



7. Workflow planning and development



· The K2.net 2003 solution
 based on the MS BizTalk 2006 environment shall be used for the development of Human workflow systems.



8. General security requirements



· The authentication of users is performed as part of the Active Directory log on process; subsequently, applications may not request certification of personal identification from the user in general cases. In relation to highly protected systems, following a card log on, re-authentication of users is possible for the authorisation of business critical transactions through the repeated request of the PIN code belonging to the inserted card.



· KERBEROS based authentication shall be used for the use of applications. Authentication is performed in the course of the Active Directory log on process; the user obtains a right to request access to the applications (TGT, Ticket-Granting-Ticket). The ticket requested for accessing applications enables their use, and the application layer can thereby access additional application layers or databases.  Each layer evaluates the legitimacy of access on the basis of the ticket issued by KERBEROS; the creation of an own authorisation system – in the absence of relevant permission – is not permitted. After the user has identified himself with the card/PIN or name/password, the applications may not request further authorisation from the user for the operating system.



· Authorisations may only be assigned to roles; direct authorisation is not assigned to the user either on the level of the operating system or the database. The access rights of a given person shall be ensured through the assignment of the given user to the roles. The roles are stored by the Active Directory; their management is also performed there
.



· Only applications not necessitating the setting of administrator level authorisation for the user may be set up.



9. Logging



· The system integration infrastructure performs the central logging function (NAPAD). Unless provided otherwise by a special agreement, the use of the above is required. Annex 6 contains the description of central logging.



10. Data archiving



· In the course of implementing the applications, a solution shall be applied which only stores data actually necessary for operation in the operational data storage; data not used anymore must be archived.



· The size of the operational data storage may not increase above the maximum plan values, and the response times produced by the system may not exceed the planned values with the increase in data quantity.



· The rollback of part or whole of archived data should be possible; rollback shall also be prepared for the management of data archived by the earlier versions of the system.



11. Delivery for operation, setup



· Delivery for operation shall be performed according to the Audit Protocol (Annex 4); delivery-receipt is conditional on the acceptance statement of the operator in each point contained therein.



· The setup of an application system shall be performed in accordance with the change management regulations in force. Annex 5 sets out the extract of the Change Management Regulations.



· The operating schedule shall be taken into account for setup, and as a general rule, the setup may not cause a shutdown during operating time or a risk to live operation.



12. Quality issues



· All delivered documentation – including the source code – shall be clear and legible for the customer. The reason for the choice of solutions applied in the implementation of the system and the operation of the solutions shall be comprehensibly described.



· The applications shall ensure the freeing up of unused resources if these are no longer necessary.
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� 	The next generation solution – BlackPearl – is scheduled to be introduced in the course of 2010.




� 	In the absence of individual permission for this purpose, authorisation management implemented in the databases of the application is not supported.




� 	The new version of the documentation closing the development project is called the Audit Report; until this is ready, the regulations setting out the setup schedule have been attached.
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I
Reference




The purpose of this procedure is to set out the work schedule of the IT Operations Division.



II
Related orders




•
Collective Agreement of the Magyar Nemzeti Bank,



•
2008-547 organisation unit executive order on rules relating to work time records and data provision.



III
Scope




The personal scope of the technological procedure extends to




employees performing duties at the IT Operations Division of the IT Services organisation unit.




IV
Operative section




The IT Operations Division supports the operation of the systems with on-site presence on business days 07:00 a.m. – 5 p.m.




IV. 1.
IT Infrastructure Operations Group




1.
Work schedule




With respect to the WINDOWS systems engineers, the morning work time extends from 07:00 a.m. to 3:30 p.m. on business days and from 08:30 a.m. to 5:00 p.m. in the afternoon on business days. The stand-by service performs duties from 5:00 p.m. to 7:00 a.m. on business days and from 7:00 a.m. to 7:00 a.m. on holidays (24 hours).




With respect to the ITSec systems engineers, the morning work time extends from 07:00 a.m. to 3:30 p.m. on business days and from 08:30 a.m. to 5:00 p.m. in the afternoon on business days. The stand-by service performs duties from 5:00 p.m. to 7:00 a.m. on business days and from 7:00 a.m. to 7:00 a.m. on holidays (24 hours).




The stand-by staff shall commence the correction of the error – if it affects critical systems – within 30 minutes from the alert launched by the Monitoring Centre or the monitoring systems with a remote login. If the correction of the error is not possible by remote methods, the stand-by staff shall promptly appear at the Bank and commence measures aiming at the correction of the incident.




With respect to the UNIX systems engineers, the morning work time extends from 07:00 a.m. to 3:30 p.m. on business days and from 08:30 a.m. to 5:00 p.m. in the afternoon on business days.




Staff who do not perform morning, afternoon or stand-by duties shall fulfil total, statutory work time in the average of two months' work time (two months' work time framework) of the varying work times of the particular work days, adjusted to the core time (09:00 a.m. - 3:00 p.m.).




2.
Notification rules




Morning staff shall send SMS notification on the commencement of work to stand-by staff; he may then depart from the stand-by location to the Bank. Having arrived at the stand-by location, the stand-by staff shall notify by SMS the afternoon staff that he will commence stand-by service from 5:00 p.m. In case of omission of notifications, the systems engineer on duty may not leave his location.



If the above work schedule cannot be fulfilled due to understaffing, the notification rules may be disregarded. The afternoon service may be omitted if the stand-by service set out above is ensured. If stand-by and morning duty is performed by the same person, morning duty shall be commenced at the time specified above.



IV. 2.
Application Operations Group




With respect to the Application Operations Group, the morning work time extends from 07:00 a.m. to 3:30 p.m. on business days and from 08:30 a.m. to 5:00 p.m. in the afternoon on business days.



In relation to the VIBER and INFOREX systems, the on-site presence of the system administrator is essential until the running of the Housekeeping task of the VIBER closing procedure. In case of problem free operation, other tasks may be controlled by operator monitoring. Occurring errors or problems may be managed by notification of the system administrators involved by the operators. If the system administrator and the operator are unable to correct the error by phone communication, the system administrator shall go to the Bank with the tax checks made available to him or by other means and correct the error. If UNIX systems engineer authorisation is required to correct the error,



a. the system administrator shall provide access to the appropriate administrator passwords, or




b. the UNIX system administrator must also go to the Bank.




Staff who do not perform morning or afternoon duties shall fulfil total, statutory work time in the average of two months' work time (two months' work time framework) of the varying work times of the particular work days, adjusted to the core time (09:00 a.m. - 3:00 p.m.).




IV. 3.
User Support Group




With respect to the User Support Group, the morning work time extends from 07:00 a.m. to 3:30 p.m. on business days and from 08:30 a.m. to 5:00 p.m. in the afternoon on business days.



Staff who do not perform morning or afternoon duties shall fulfil total, statutory work time in the average of two months' work time (two months' work time framework) of the varying work times of the particular work days, adjusted to the core time (09:00 a.m. - 3:00 p.m.).




IV. 4.
Monitoring Centre




[image: image1.png]





The work schedule of employees working in operator positions: In three shifts, alternating 3x8 hour work times on business days.



Morning 6:00 a.m. – 2:00 p.m.



Afternoon 2:00 p.m. – 10:00 p.m.



Night 10:00 p.m. – 6:00 a.m.




The User Support Group shall switch the HELPDESK phone numbers known by the users to the Monitoring Centre after 5:00 p.m.   Operators can also access HELPDESK mail. Their tasks are expanded with the receiving of calls after 5:00 p.m., with notification of persons concerned in critical cases and the recording of cases received by phone and e-mail.



IV. 5.
Setup of monthly work schedule




The work schedule is in a monthly breakdown and it shall be set up no later than five business days prior to the relevant month. The group heads of the IT Operations Division shall approve the work schedule with respect to their own groups. The approved work schedule may be subsequently modified only by authorisation by the group heads.



The work schedule shall be published on the Knowledge Base and Information Portal.



V.
Closing provisions




The technological procedure hereunder shall go into force on 1 April 2009 and remain in force until revoked. It shall simultaneously override technological procedure No. 2/2008 on the work schedule of the IT Operations Division.
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1. Introduction




The document hereunder contains the developer documentation of the central logging service set up as part of the system integration infrastructure of the Magyar Nemzeti Bank. Its purpose is to provide guidelines for the developers of independently developed – primarily BizTalk based system integration – application for the use of the logging service.




In addition to the logging service, an operator interface has also been created in the framework of the implementation project which serves the setting, configuration of partly the logging, partly the BizTalk server, as well as the parameters of the logging and other BizTalk pipeline components. Knowledge of such operator interface is not necessary for the use of the logging service, it should be noted that the component used for logging may also be configured from such an “external” interface.




In addition to this document, the use of the logging interface is also supported by a CHM (Compiled HTML) format Help file.




The document first summarises basic terms relating to the logging system (Chapter 2) and then outlines the complete architecture of the service (Chapter 3.1.1). The developers are not required to install all components for the use of logging, its adaptation to applications (3.1.2). Chapter 4.1 sets out the minimum installable components and the method of their installation and removal. Chapter 4.2 sets out the parameters of the logging components, their reports and use. This is followed by development related information (Chapter 5). Chapter 6 summarises the security possibilities of the logging architecture and the possibilities of implementing effective logging.



In addition to information provided hereunder, the appropriate use of the logging service also requires knowledge of BizTalk 2006, Visual Studio 2005, .NET, C#, and Windows server 2003. The document assumes that the reader possesses adequate know-how with respect to these technologies.




2.
Terms and definitions





Logical log: The content of a physical log database is divided into logical logs to allow their independent management. Irrespective of physical storage, individual logical logs are seen as single log files from the logging service, thus they can be managed independently (e.g. archiving, export, authorisation allocation, etc.). Individual logical logs serve the (logically) separate storage of messages of different significance, meaning, such as those deriving from applications. Similarly to the event sources found in the Windows EventLog.




Log file: Part of the logical logs managed as a file, i.e. phase between creation and archiving or two archivings. The logical logs are thus divided into log files. These log files incorporate linked log phases which are certified and encrypted with a key set, thus they constitute an independent definable unit. Archiving, the import thereof and the export function is defined in relation to the individual log files.




Message: A data set managed, sent in a package in BizTalk system integration solutions.





Metadata: Descriptive data related to messages, e.g. message source, sender, etc.




Logger:   this is the source of log entries, this system uses the log services.




Logging interface: interface of the log manager called on the client side.




Log type: a log may be of two types, depending on the nature of stored data: event or communication log.





Communication log:  type of log recording messages passing through the integration architecture.




Event log: type of log recording events, executed activities.




Such activities are tasks carried out in the course of BizTalk administration.




User: user account created in the local windows domain.




Log manager: the component that receives logger requests and loads log entries into the database.




Authentic log: The authentic log is a logged data set which is linked to an authenticity verification procedure. The procedure enables the detection of a modification of an earlier log entry, i.e. the unauthorised modification of the log is detectable.




Log operation: Operating tasks related to logging (log creation, parameterisation, archiving, etc.).





BizTalk operation: Tasks to be performed with the BizTalk user interface function serving daily operations implemented in the framework of this project.



3.
Logging service




The main objective of the logging service is the storage of individual log entries in an encrypted and authentic log database. The log is required to store messages of communication conducted in the system integration solutions (communication log) and events (event log), primarily occurring during Log and BizTalk operation. The logging service – similarly to the Windows EventLog – enables the creation of logical logs which provide logically independent, separately manageable (e.g. archiving, import, export, etc. functions) logs for individual sources (system integration applications).



A user interface is provided for the management of completed logs: this enables the creation of logical logs, authenticity verification, exporting into text format, archiving and the restoring of archived files, and logging may be turned on/off per BizTalk port. This interface only serves the operation of logging service on the MNB side, it is not necessary for application development and the use of the logging service.



3.1.
Logging architecture




The components and structure of the logging service developed for the MNB system integration applications are defined below. For the purpose of fast logging, the logging architecture uses an MSMQ channel between the client and the server to ensure asynchronous operation and buffered operation resolving temporary message storage. Owing to asynchronous operation, installation on the “client” side is sufficient for development. We define below the architecture of the total and the limited (sufficient for development and testing purposes) logging infrastructure.



3.1.1.
Total logging architecture




Chart 3.1 shows the architectural diagram of the system (the boxes with a grey background belong to the configured logging service).
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Chart 3.1 Architecture overview



The main interface of logging is a programming interface (logging interface) which enables an application to asynchronously log messages or events to safe and authentic storage by calling up this interface. This interface provides a .NET interface for applications.




This interface is most frequently called up by the pipeline component (logging component) integrated into BizTalk which logs every message passing through it. Of course, the logging interface can be called up from elsewhere within the BizTalk applications (e.g. expression shape) and from other non-BizTalk applications (components writing other logs).




The logging interface moves the messages to be logged into the MSMQ queue, from where it reaches the log manager. The infrastructure needs to be configured up to this point in the developer environment, as here it can be verified that the message was sent; the subsequent processing steps serve secure storage.




The messages sent for logging are moved to the log manager through the MSMQ message queue which performs the cryptographic operations necessary for the writing of logs and saves these in the log database. A separate queue may be used for each logical log for the forwarding of messages which is advantageous in terms of both performance and security (see Chapter 5.1.2).




The user interface is the web application written in ASP.NET. Firstly, this ensures the possibility of performing daily BizTalk administration tasks, and secondly, the administration of logs. It also keeps a log on the activity of administrators. The on/off of logging belongs to the daily operating tasks of BizTalk. This is possible for a given receive location or send port through the pipeline component in the pipeline.  For this setting, the logging component publishes a property, the value of which may be set with the BizTalk integrated administration tools and from the Log admin interface.




3.1.2.
Minimally required components



For the use of the logging service, it is not necessary to configure the total logging architecture during development. It is sufficient if the “client” side components (dll-s) are accessible, and for the purpose of preventing error messages (logging interface exceptions, EventLog entries), it is practical to set up an MSMQ message queue where the messages, entries to be logged are “collected”. Since the server side component is not installed, the log entries to be forwarded remain in the queue (in practice, stored on the local machine), from where they can be manually deleted, for example.



If the MSMQ referenced in the course of logging does not exist, the logging interface produces an error which must be managed in the application.
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Chart 3.2 Logging architecture on the “client” side



In relation to the logging component, unsuccessful logging may not obstruct the business process. Accordingly, the logging component (BizTalk pipeline component) lets all messages "pass through" and writes the error into the EventLog.



4.
Operating environment




We discuss below what is necessary for the operation of client side elements. The application developers are required to install the components described below into the developer environment to integrate the logging service into the developed solution.




4.1.
Installation




Two components need to be installed for the use of the logging service.




This basically means the installation of two DLLs into the GAC (.NET global assembly cache):





Logging interface – Call up of .NET logging interface (MNB.NAPAD.Logging.dll)





Logging component – Use of the BizTalk pipeline component



(LogPipelineComponent.dll)



4.1.1. Installation of logging interface and component




The logging interface and component is installed in the following manner:




1.
Log into the BizTalk server with Administrator rights.




2.
Copy the LogPipelineComponent directory of the installation package into the NAPAD installation directory of the server.




3.
Log into the LogPipelineComponent directory of the NAPAD installation directory.



4.
Launch the Install.cmd file for installation. Tip: It is recommended to launch the installer from the “cmd” window, so the window displaying the installation process will not disappear at the end of installation.



5.
The installer installs the component into the C:\Program Files\NAPAD\LogPipelineComponent directory (and GAC).



6.
At the end of installation, check the installation result in the installer window. 
In a multiple machine environment, the above steps must be performed on all machines!




4.1.2.
Removal of logging interface and component




The logging interface and component is removed in the following manner:




1.
Log into the BizTalk server with Administrator rights.




2.
Log into the LogPipelineComponent directory of the NAPAD installation directory.



3. 
Launch the Uninstall.cmd file for removal. Tip: It is recommended to launch the script from the “cmd” window, so the window displaying the uninstall process will not disappear at the end of removal.



4. 
The script removes all files located in the a C:\Program Files \NAPAD \LogPipelineComponent directory and removes the component from the GAC.




5.
At the end of removal, check the result of removal in the window.




In a multiple machine environment, the above steps need to be performed on all BizTalk servers!




4.1.3.
Creation of NAPAD EventLog source




The NAPAD application writes the errors into a Windows EventLog with a NAPAD named event source, therefore this must be set up on all machines where any component of the NAPAD application is running.




The event source name is NAPAD, the messages dll registered there must be dll-s provided by the standard framework.



4.2.
Configuration




For the use of the installed components, it is necessary to know their configuration possibilities. The configuration shown below is not an installation task; the parameter settings must be configured during specific use, but an appropriate environment needs to be configured for the parameter settings for development purposes.




4.2.1.
Logging interface configuration




Configuration is not necessary for the use of the logging interface; it is sufficient to enable the user software to load the DLL. Loading into the GAC is the most practical method for this task. In relation to BizTalk applications at the MNB, this DLL can be found in the GAC, as it is also used by the logging component and it is installed with it.




4.2.2.
Logging component configuration




The logging pipeline component has various configuration parameters which affect run-time operation.




The logging component may be configured in several ways. The configuration modes are as follows:





BizTalk administrator interface: Complete run-time configuration of individual pipeline component instances with the help of the integrated BizTalk Server Administration Console.




NAPAD admin interface: On/off of run-time logging in the individual pipeline component instances with the help of the independently developed NAPAD user interface.




Development: The complete configuration of the pipeline component during development in which the default values of the component are configured in the pipeline with the help of Visual Studio 2005.



Configuration parameters of the logging component, their definition and possible values are shown in the table below:




				NAME OF PARAMETER



				DESCRIPTION



				POSSIBLE VALUES







				Encoding



				Encoding of message passing through pipeline component.



				The following values are possible:





none: no message body logging, only fact of message is logged





base64: the body of the passing through message is logged in base64 encoded status




binary: same as base64





UTF-16, UTF-8, UTF-32: message read according to set encoding.





empty value: message read with encoding dependent on incoming message (but only in text format).







				LogName



				Name of encrypted log where logging is performed.



				Value is random but it should point to an existing logical log.




(Name of log is a name of maximum 64 characters. A short name without accents and punctuation marks is recommended, as this name is used everywhere in the logging infrastructure when referencing the logical log. E.g. XYApplicationLog).







				LoggingEnabled



				Switch which enables the on/off of logging in a given pipeline, i.e. to a given receive location or send port.



				Possible values:





true: logging is turned on, passing through messages are logged





false: logging is turned off, no logging







				MaxMessageSizeToLog



				Maximum size of message to be logged in KB. It may be maximum 4092KB.



				Possible values:





0: maximum message size not limited, only limited by 4MB limit of architecture (4092KB)





1–X: X is random value expressed in KB.



With a value of over 4MB, maximum size will be 4MB (4092KB)







				QueuePath



				The logging MSMQ access path.



				Value is random but it should point to an existing MSMQ path.



(Value related to public queue MachineName\QueueName; for private queue MachineName\Private$\QueueName. On local machine, e.g. . \MyQueue)
















5.
Development guidelines




Logging is accessible from the independently developed system integration applications in two ways:





Logging pipeline component – Use of the BizTalk pipeline component





Logging interface – Call up of .NET logging interface




We describe below how the specific log access modes can be integrated in the system integration application.




5.1.1.
The logging pipeline component




The logging component is a BizTalk pipeline component which must be integrated into the pipelines located at the various points of the developed application. The integration of the component into the pipeline is a development task. The run-time parameters can be set by administrators with the specific administration tools.



5.1.1.1.
Integration in the development environment




The use of the logging pipeline component in the pipelines requires the registration of the component. The component can thereby be used from the Visual Studio 2005 development tools for the development of the BizTalk pipeline.




The component is integrated into the development environment in the following manner:




1.
Log into the LogPipelineComponent directory of the installation directory.



2.
Copy the LogPipelineComponent.dll file into the C:\ProgramFiles\Microsoft BizTalk Server 2006\Pipeline Components directory of the developer machine.



3.
Launch the Visual Studio 2005 development tool.



4.
Open or create a BizTalk (send or receive) pipeline.




5.
Right click on any point of the Toolbox belonging to the opened pipeline, then choose the Choose Items… menu item from the opened menu.




6.
With the help of the Browse… button on the Components tab of BizTalk Pipeline, choose LogPipelineComponent.dll copied in item 2 and press the Open button.




7.
The pipeline component has now been entered into the list, select the checkbox next to it.




8.
Press the OK button; the pipeline component is now loaded into the Toolbox and it is usable for development.




5.1.1.2.
Development rules




Compliance with the rules below is recommended for the purpose of the effective operation of the logging pipeline component:





During development, the setting of default values in the LogPipelineComponent is recommended only for values which are definitely default values in the created pipeline. It is not recommended to assign a fix value to a parameter which changes by port.




During development, the setting of the QueuePath and LogName parameters is not recommended in any case; these are clearly environment dependent parameters.





In connection with the Send Pipeline, the LogPipelineComponent should be added as the final component of the Encode stage, as the message is logged in a form directly before sending.





In connection with the Receive Pipeline, the LogPipelineComponent should be added as the first component of the Decode stage, as the message is logged in a form directly after receipt.





If the message to be logged, passing through the pipeline component, is always in a text format, but has different encoding per port or message, the use of the Encoding parameter with an empty value is recommended.




In relation to binary data passing through the pipeline component, the use of base64 encoding or the none (no message body logging) value in the Encoding parameter is recommended, depending on whether the recovery of the message body is subsequently necessary from the log.




5.1.1.3.
Operating dependencies




The following conditions must be met for the operation of the pipeline component:





LogPipelineComponent.dll must be in the GAC during the running of the pipeline.




The LogPipelineComponent always writes errors to the Event Log, with the NAPAD Event Source. If no Event Log entry is made during operation, it is necessary to check on the server whether the necessary NAPAD Event Source was created in the registry of the system in accordance with the installation instructions.




For logging it is necessary to set the QueuePath and LogName parameters, and the availability and accessibility of the MSMQ path given there and the encrypted log is also necessary. The user of the Host service running the pipeline component must be given rights to the MSMQ queue.




The metadata of the message and the body of the message is included in the value given in the MaxMessageSizeToLog parameter of the logging pipeline component. If the size of the message exceeds the set limit, the body of the message is not logged, only the fact of the message and metadata. The maximum message size is 4092KB. As a basic rule of the parameter, if we want to set an upper limit smaller than the maximum 4092KB, the size of the largest message to be logged should be set. Otherwise we should not limit the message size to be logged.



5.1.2.
Logging interface




Logging through the logging interface is performed with the use of two classes: NapadCommunicationLog and NapadEventLog. In the constructor of these classes, it is necessary to enter the name of the log in which we want to log and the name of the MSMQ queue through which it will send the log messages. Messages can be subsequently sent to the log by calling on the Log method.



The NapadCommunicationLog class expects the following parameters for a log message:





Priority – priority, type of message. A message can be information, warning or error.








public enum Priority {




/// <summary>



/// Information message.




/// </summary> Info,




/// <summary>




/// Warning.




/// </summary> Warning,




/// <summary>




/// Error notification.




/// </summary> Error };





Sender of message. - Random string identifying sender.




Recipient of message. - Random string identifying recipient.





Metadata related to the message. - Random string that contains descriptive data linked to the message.
We recommend that this be an XML, e.g. 



<META><MessageID>1</MessageID></META>





The message itself. – Body of message.




				Name of parameter



				DESCRIPTION



				POSSIBLE VALUES







				priority



				Type of message




(info,warning,error)



				Priority.Info Priority.Warning Priority.Error







				sender



				Name of sender of message



				Name of message source’s system, if known.







				recipient



				Name of recipient of message



				Name of message’s recipient, if known.







				metadata



				Metadata related to the message



				An example XML:




<META><MessageID>1</MessageID></META>







				data



				The message



				Body of message











The NapadEventLog  class expects the following parameters for a log message:





Priority – priority of message. A message can be information, warning or error.





Identifier of user causing the event. - e.g. NT identifier




Entity related to event. – e.g. affected ReceiveLocation.




Description of event. – e.g. XY ReceiveLocation stopped.




Old value of setting.





New value of setting.




				Name of parameter



				DESCRIPTION



				POSSIBLE VALUES







				priority



				Type of message




(info,warning,error)



				Priority.Info Priority.Warning Priority.Error







				userName



				Causer of event.



				E.g. An NT identifier







				entity



				Affected entity (if available)



				e.g. affected ReceiveLocation







				logEvent



				Description of logged event



				e.g. XY ReceiveLocation stopped







				oldValue



				Old value (if known)



				Original value of setting.







				newValue



				New value (if known)



				New value of setting.











None of the listed values may be NULL. The NULL value is not logged. The following example code serves to open a new log and write a message in it:



public void SendEventToLogQueue()




{




NapadEventLog log = new NapadEventLog(".\\LogQueue", "EIRLog");




log.Log(Priority.Info, "User", "Entity",




"Event name", "Old value", "New value");



}




Both of the two classes produce a LogException, if the message could not be sent. If the method is returned successfully, this does not mean that the message was permanently entered into the log, only that it was loaded into MSMQ. If an error occurs after the return of the method (on the server side), the caller of the method does not receive notification; the error message is created on the server side.



If the NAPAD log manager and database is not installed in the developer environment, the simplest way of checking the arrival of the message is to monitor the number of messages in the target queue.




6.   Secure and effective logging




The MSMQ channel used for the forwarding of messages can be configured as a logical log, i.e. a given logical log may be set to receive entries from a specific queue. Messages may only be entered into the logical log through the MSMQ set to it. The same queue may be set to several logs, but only one queue may belong to one log.



Access regulation is performed on the MSMQ queue level. The group of NT users may be configured for each MSMQ who may use the given queue and place messages into it. On the server side, for writing into the logical log, we check that it only receives messages from the queue assigned to it, therefore it accepts entries only from those who are entitled to use the queue.



Accordingly, the same users may access the logical logs assigned to a given queue (those who have rights to the given queue). If own access rules need to be applied to a log, a separate queue must be created for it. The creation of a dedicated queue may also be justified in terms of performance. The log manager individually processes the messages of a given queue, thus by using several queues, the writing of two logical logs may run parallel. Since only one queue may belong to a logical log, parallel entries may not be written to the logical log which is important because the chained authentication of entries is only possible in this manner.



The creation of an own queue dedicated to a logical log is also an operating task, therefore a separate queue should be used for the logical log only if it is necessary for security or performance reasons.




In terms of performance, the creation of a dedicated queue is definitely recommended if the given log very frequently receives messages, or periodic bursts of messages or large sized messages. This may actually occur in most cases, therefore we recommend the use of a common queue only in relation to applications where message traffic is known to be very small (e.g. few messages every week), or it is known that the applications operate at various times (e.g. nighttime-daytime, beginning of month – end of month, etc.).
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3.
Scope




4) The material scope of the regulations shall apply to all IT systems used in a live mode and ancillary systems where changes may affect live systems.



5) The personal scope of the regulations shall apply to all employees working in the IT area, employees working in business areas and entitled to initiate and decide changes in the IT system and the employees of partners in a contractual relationship, involved in the change management process.



5.
Operative section, procedural rules



5.1.
Recording of change requests



15) Employees of the IT Operations Division of IT Services are entitled to submit change requests.



16) The change request shall be submitted by the person responsible for the given topic. Deviation from the above rule is permitted on reasonable grounds; in such case, the change management manager may request information on the reasons of deviation in the course of the acceptance and qualification procedure. The rights of persons responsible for the given topics shall be defined and monitored on the basis of the list issued by operations.



17) A change request shall be submitted in electronic form, on the interface used for such purpose, in accordance with the separately published substantial and formal requirements.



5.2.
Decision on the acceptance and qualification of change requests



18) The change management manager shall decide on the acceptance or rejection of recorded change requests preferably within 4 hours, but within one business day at the latest.



19) If it would be necessary to reject the change request on substantial or formal grounds, but the deficiency can be easily remedied, the change management manager may request immediate additional information instead of rejecting the change request.



20) The change shall be compared to running and planned changes, in the event of conflicts – in time, resources, grounds for exclusion, etc. – the change management manager shall give problem notification to the submitter, and initiate coordination to the submitter with indication of the problem and the listing of persons concerned. The decision on the acceptance of the change shall be suspended until the problem is resolved.



21) The change management manager shall qualify the received change request and decide on the method of subsequently managing the change:



a) In relation to changes classified into the “minor” category, he shall approve the change under his own authority if the effect of the change may be clearly determined on the basis of the submitted documents and on the basis thereof, the implementation of the change poses a minor risk to the operating systems;



b) Changes where the effect cannot be clearly determined or a higher risk is involved are classified into the “major” category. The change management manager shall add these changes to the agenda of the next meeting of the Change Management Committee (VKB); or



c) He shall forward the change request for impact analysis to the divisions of IT Services where the impact of the change could not be clearly determined. The decision on the request shall be suspended for the period of impact analysis.



5.3.
Impact analysis of changes



22)
The divisions of the IT Services concerned shall carry out the analysis of changes where the impact cannot be determined in advance within two business days and send their response to the change management manager.



5.4.
Decision on the approval of changes



23) In relation to changes classified into the “minor” category, the change management manager shall independently decide on the approval or rejection of a change. The Change Management Committee serves as the forum for decision related review; in contested cases, the change management manager shall add the problem to the agenda of the next meeting of the Change Management Committee



24) The Change Management Committee shall pass a committee decision on changes classified into the “major” category.



5.5.
Implementation of changes




25) The change management manager shall forward the approved decision to the group head of the IT Operations Division who conducts operational control over the area coordinating the implementation of the change on the basis of the submitted documents (worksheets).



26) The group head shall appoint the change administrator actually responsible for the given change on the basis of the current work load and attendance data.



27) The change administrator shall coordinate the implementation of the change, who is responsible for the implementation of tasks defined in the change request in the approved manner.



5.6.
Closing of changes




28) Following the closing of changes, the submitter of the change shall issue a statement on the success of the change (successful / partly successful / unsuccessful). If the change is closed with an “unsuccessful” result, he shall provide brief written information on the unimplemented success criteria.



29) On the basis of a statement on implementation, the change management manager shall close the change with the result set out in the statement and set the date of post verification where necessary.



5.7.
Post verification of change




30) On the date of post verification, the submitter of the change shall again verify the success of the change upon request by the change management manager and issue a statement on its success.



31) The change management manager shall also record the result of post verification in the support system and report on it at the next ordinary meeting of the Change Management Committee.



5.10.   Relationship between change management and project management



42)
The products – applications or regulation modifying operation – developed in the framework of projects implemented at the Magyar Nemzeti Bank shall be submitted to the operations division. The change shall be directly initiated by the operations division.



Robert Schopf
November 2008
Page: 4 / 4
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Concept of delivery for operation
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1.1
Setup concept



				According to the order of the MNB IT Division in force, so-called library setup (“könyvtárosítás”) is a precondition for setup in a live environment.











Library setup is the activity where the complete source code, installation package, related documentation and protocols of the system to be set up are delivered to the software library of the MNB for storage. The source code, the installation package of the system, related documentation and the protocols shall be delivered on electronic data carriers (CD, DVD) jointly with the printed and signed version of the protocols on the data carriers. The electronic data carrier and printed protocols so delivered are collectively referred to as the library package.



				The electronic data carrier comprising part of the library package shall contain the following items: complete source code of the system, installation package of the system, documentation (requirements specification, conceptual system design, system design, installation and operator manual) and the protocols (user receipt test protocol, installation test protocol).











The library package and setup process shall comply with the order of the IT Division in force.




The installation package of the system shall mean the executable installation file and/or script and/or batch file which enables the automatic installation of the system (with respect to both the server and end user work station), not necessitating manual intervention by operator staff.  The executable installation file shall mean an msi or an exe file extension which may be installed with the help of a Microsoft SMS Server. The installation package must run in silent, i.e. unattended mode. Annex 2, constituting an inseparable part of this document, sets out the requirements relating to the automatic installation package.



If manual installation is necessary, detailed instructions on the installation process and settings shall be attached. On the basis of the delivered materials/documents/files, the system administrator of the MNB should be able to initially perform installation on a test system, then in a live environment, in a repeatable manner (this means that the application should be 100 per cent removable). 




The initial databases of the database server are set up by the database server administrator with parameters that are appropriate for operation. The script developed by the developer shall contain all user objects and the related authorisations. 



© Magyar Nemzeti Bank 2005-2008. All rights reserved.
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In relation to the modification of an existing database, the installation package shall contain the already modified script creating the empty database in addition to the script modifying the existing database.




1.2
Operation support concept



				The system shall include a separate menu only accessible to the holders of operator roles which enables access to operating functions.











Operating functions shall mean at least the following: maintenance of parameters, key tables; classification of system users into roles, management of their rights; monitoring function ensuring the tracking of system operation; etc.



				The application shall enable the verification of system components, architectural element versions through the system administrator interface of the system.











Continuous monitoring of the system version shall be enabled both in application components and in the database and related documents.




Upon launching of the system, the application needs to check whether only the related layers of the appropriate version are accessible. When using the database, the given application checks whether its version n. is only able to operate with the database belonging to this version. For example, the database indicates its version number with the help of a stored procedure. It is also necessary to check whether the presentation layer uses the business layer of the appropriate version.



				Documentation is necessary of the list of hardware, software elements, conditions and settings which are necessary for the operation of the application, are in use among the conditions defined in the documentation hereunder and have been set for the operation of the application.











Note the firewall port openings to be defined on the basis of the architecture chart contained in the system design.



				It is necessary to document the configuration possibilities, parameters of the system and the possible statuses of the application which overall determine and affect the operation of the application, the running of the supported business processes.











				For ensuring effective operator support of the system, it is necessary to support the supervision and monitoring of the system with external monitoring tools and the setup of a system administrator interface.











In the course of the system’s development, the monitoring of at least the following is required: process states, event occurrence, roles and user authorisations, rating, log entries, database status indices (disk space, index states, etc.).



The application shall provide verbal error messages on the interface that are also understood by users and send notification of error occurrence to the notification list which can be dynamically configured and given during operation.








1.2.1
Operating schedule



The following shall be observed in connection with the setup and configuration of developed systems.




1.2.1.1
Saving and rollback schedule



Saving and rollback is only performed in a productive environment. Other demands must be initiated by the development project.



				Saves



				Saves commence at 6:00 p.m. and end at 7:00 a.m.




SQL saves are run to tape during the daytime; saves commence at 10:00 a.m. until 6:00 p.m.




The SAP log saves run every 3 hours.







				Rollback



				Rollbacks are performed from tape; the restore time varies, generally 0.5-2 hours.




Anyone may initiate rollbacks through the HP OpenView SD system.











1.2.1.2
Modification of firewall rules



Modification of the rules may only be requested by the Help Service, System Administrator and the System Administrator Group, recorded in the HP OpenView SD system. Modification of the rules in the internal firewall system may only be validated on weekends.




It is necessary to provide the following data for modification requests of the firewall rules




				Application



				Name of application which requires the modification.







				Source (From where)



				· If this is an existing firewall group, name of group. In relation to upgrades, names and IP addresses of servers or IP addresses of work stations.




· If this is a newly created firewall group, name, members of new group.  Members: names and IP addresses of servers or IP addresses of work stations.



· If this is only a work station, IP address of work station.



In relation to a work station, creation of a group is recommended, as it is more indicative and facilitates future upgrades!




· If this is a server, name, IP address of server.







				Destination (Where to)



				· If this is an existing firewall group, name of group. In case of upgrades, names and IP addresses of servers or IP addresses of work stations.




· If this is a newly created firewall group, name, members of new group. Members: names and IP addresses of servers or IP addresses of work stations.




· If this is only a work station, IP address of work station. In relation to a work station, creation of a group is recommended, as it is more indicative and facilitates future upgrades!











				



				· If this is a server, name, IP address of server.







				Service (With what)



				· Protocol type (TCP, UDP, ICMP) and port number (1-65535) or at least the name of the service in relation to standard services (e.g. PING, SMB, MS-SQL-Server)











System monitoring



Logfile should be made during the operation of the application – fully on all activities, database, system integration and workflow operation and error occurrence. There should be a separate system administrator interface to enable the log level setting of specific events - to system monitoring tools (MOM, SMS), HP Open View Service Desk (SD).



				The table below shows the minimum set of events where a log entry is required upon their occurrence, to ensure successful system monitoring.











In addition, it is necessary to configure and include in the system design the specific event and level relations in the framework of operator consultation during development.




				Event



				Monitoring period 



(minutes)



				MOM 
notification



				Type of alert







				



				



				



				Warning



				Error



				Fatal Error







				Launching of program/service/system




				10



				Yes



				-



				-



				Unsuccessful launch







				Shutdown of program/service/system




				10



				Yes



				-



				-



				Unsuccessful shutdown







				User login



				5



				Optional



				-



				-



				Unsuccessful login







				User log off



				10



				Optional



				-



				-



				Unsuccessful log off







				User locked himself out of system



				5



				Yes



				-



				-



				User unable to log in







				User password change



				10



				Yes



				-



				-



				Unsuccessful change







				Acceptance of user



				5



				Yes



				-



				-



				Unsuccessful acceptance







				Cancellation of user



				5



				Yes



				-



				-



				Unsuccessful cancellation







				Setting of configuration parameter



				10



				Yes



				-



				-



				Unsuccessful setting







				Database server access



				10



				Yes



				-



				-



				Unsuccessful access







				User database access



				10



				Yes



				-



				-



				Unsuccessful access







				Database save



				20



				Yes



				-



				-



				Unsuccessful save







				Database size



				20



				Yes



				free space fell below 30%



				free space fell below 20%



				free space fell below 10%







				Disk space



				20



				Yes



				free space fell below 30%



				free space fell below 20%



				fell below 10%







				Processor load



				20



				Yes



				reached 85%



				reached 90%



				reached 95%











				Memory capacity



				20



				Yes



				fell below 30%



				fell below 20%



				fell below 10%







				Web Service call



				5



				Yes



				-



				-



				Unsuccessful call







				Web server operation check (does home page open)



				30



				Yes



				-



				-



				not accessible







				



				



				



				



				



				







				Web Service call rejected



				5



				Yes



				-



				-



				Rejected call







				Unsuccessful mail send



				5



				Yes



				-



				-



				Unsuccessful sending











In relation to events indicated as Optional in the table, the on and off function of logging, causing notification, must be enabled on the system administrator interface.




1.2.2
Operator functions to be implemented



We define below the set of functions which ensure the documented supply of operation type tasks for designated staff and system administrators within the application or in relation thereto. Deviation from this complete framework is only possible in relation to smaller applications, through project and operations consulting. The developed functions and undeveloped menu items shall be set out in a project document – memorandum or separate agreement thereon - in writing.  This, however, is only possible with approval by operations.



 Regular activities




Monitoring




Process monitoring



Database size query




Ad-hoc trace function



Authorisation management




Querying – with user / table / authorisation content



Setting / Modification




Log files – full log, activity log, error log



capacity check




querying (with event/warning/error distinction)



log archiving




archived log retrieval



Ad-hoc activities




Error notification management (automatic message sending assumed)



Error – explanation - procedure




Logout of all users (there should be no connection to the database)



Notification list management – error notification parameterisation




Running of technical scripts, procedures



Creation or modification and running of technical scripts, procedures




Database export and feed procedure necessary for test



Archiving 





Data archiving 





Data retrieval




System archiving




Log level setting of system events




Management of configuration elements 



Hardware elements (connection to CMDB to be considered)




List retrieval – elements of the hardware environment necessary for operation of application and their technical parameters




List modification – upon change of any hardware element, modification should be transferable




Software components (connection to CMDB to be considered)



List retrieval - software components and versions necessary for running of application




List modification – upon change of any software element, modification should be transferable




Databases, data files




Querying of database tables, data files



Running of created scripts, procedures




Modification and running of parameterised scripts, procedures



Unmounting and relinking of linked tables




System parameters, indicators



List of parameters and status query




Parameter modification



Status query of indicators




Restorable/not restorable - procedure
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INTRODUCTION




This section (Web Design) of the MNB Design Manual defines the formal framework of the web communication, Internet, intranet and online communications used by the MNB.




The website of the Magyar Nemzeti Bank (hereinafter “MNB”) serves as a relevant source of information for the international and national press and the public. The MNB intranet is a key internal communications solution. Both media are used in everyday operations; information published on these sites represents an enormous, continuously expanded cluster. It is therefore extremely important that the information - containing continuously changing content – is displayed with uniform design elements for the thousands of visitors a day.



The rules set out hereunder aim at providing mandatory directives to ensure that the appearance of the MNB Internet and intranet sites is uniform at all times, in all environments and to support the set communications objectives.




In the process of defining the basic elements of the intranet and Internet design, we took into account the varying functionality and communication aims of the intranet and Internet. The Internet basically functions as a communications tool, therefore it must comply with formal design requirements.  In the case of the intranet, however, different functional usage is possible which requires a different approach in terms of design and formal criteria.



For the purpose of regulating the above, we define two different formal levels. Formal



Content published on this level must at all times comply with design regulations.




No deviation from regulations is permitted.




The Internet sites, publications must in all cases be on the formal design level.




The intranet main page, the headers, menu rows (columns) of the department main pages and pages displaying the internal regulations of the MNB (e.g. managing director, governor orders) are deemed to be intranet formal page sections.




Informal



The informal intranet design level requires a uniform design image, but allows variation from formal requirements, provided that the design remains uniform and consistent. The independent Internal Communications Department is responsible for the authorisation of variation from the web design regulations, the design and maintenance of the pages.



Attention! The image material, texts contained in the web design regulations are in all cases illustrations and not approved design requirements!



The redesign of web interfaces not compliant with current regulations must be commenced concurrently with the publication of the design regulations. Interfaces not compliant with regulations may not be used after 15 February 2005!



(Web design designed by SmartWorks/Axelero.)




GENERAL GRAPHICS DIRECTIVES




Colour concept




RGB basic colours used on the web communications interfaces of the MNB:
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Stringent regulations relating to the use of colours:




■ green is the dominating colour for the use of static image elements (e.g. header),




■ monotone images may only be displayed in the colour green,




■ magenta is a complementary colour and is primarily related to active content (links, menu items),




■ static, content elements (textual content) are in the colour black and grey.




Complementary colours
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Example of the combined use of colours
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Permitted fonts



When selecting families, the primary criterion is that fonts included in the design should also express the stature, gravity of the printed design elements of the MNB on the web communications interfaces, being suitable for the execution of all web tasks in a “platform independent” form, but allowing sufficient room for the aesthetic expression of graphical, visual ideas.




In accordance with the above, the main font family used on such interfaces of the MNB are the grotesque Verdana, while Helvetica and Garamond used as complementary font families in image elements.




Verdana – grotesque font
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Garamond – antiqua font
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Helvetica – grotesque font
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Colour and size of fonts




Fonts of texts in text format




Verdana type fonts may be used as text title, separator and body text in a normal, underlined and bold form in text format on the MNB pages.




Size of fonts



text titles/11-14 px





11-14 px/text titles
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11 px/body text




10 px/body text in critical space sections




The size and colour of fonts must be used consistently. The use of CSS style sheets is mandatory in all cases!




Colour of texts in text format



The body text should always be displayed as dark on a light base; its own colour should preferably be black or dark grey.




The active status of links is indicated by underlining or the saturation of the link’s colour (magenta-red, green-light green primary colours).




Text highlighting:
Verdana – underlined and/or bold – grey, black



Text title:
Verdana – bold – black, green, magenta



[image: image16.jpg]





Link:
Verdana – bold and/or underlined – green



The text colour is always white on a dark coloured column and background.




The size and colour of fonts must be used consistently on all pages. The use of CSS style sheets is mandatory in all cases!




Size and colour of the fonts of image elements




A Helvetica or Garamond font must be used for graphical captions.




The size of fonts is 10-36 px (graphical titles, subtitles, menu items).




Font colours are in all cases white on a dark background and green, grey or black on a white background.
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The ShelleyVolante font is used for possible complementary texts displayed as a background print. The font size is minimum 70 px for background prints.
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The size and colour use of fonts must be consistent on all pages.




Use of images




The images used on the pages fulfil an information and display function. The font and colour accuracy rules set out in the chapters “Colour Concept”, “Used Fonts” and “Colour and Size of Fonts” apply to images fulfilling an information function (e.g. explanatory or flowcharts, organisation charts).



The images with a display function, fulfilling aesthetic and navigation tasks, are in compliance with the design regulations if these (are) preferably:




■ adjust aesthetically to the design of the pages,



■ general image illustrations comprehensible by all viewers,



■ comply with the MNB communications standards.



Image formats




The applied graphical elements must be in GIF or JPG format, with a uniform resolution of 72 dpi, RGB colour code. In relation to images in a colour GIF format, colour compression is “adaptive”; the image quality must be at least medium in relation to the JPG format.



Colour and display of images
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The images used on the Internet pages of the MNB should be in colour.




The use of black and white images is only permitted in special cases (e.g. press material, black and white creative approach in promotional material).
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Monotone images may only be displayed in the colour green,
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The images must be of good (near photograph) quality, with contrast, sharpness and good saturation.
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The use of image detail (in which image content is damaged, cropped, etc.), blurred or inaccurately coloured images must be strictly avoided.




Image file size




Internet




For the purpose of the fast display (loading) of pages: the maximum file size of images used on the Internet pages of the MNB is 40 kB (kilobyte) per image. Images used as main graphical elements (e.g. header) may comprise an exception if their quality is definitely bad under a 40 kB file size.



Intranet




In relation to the intranet, the maximum file size of images used on the pages is 150 kB (kilobyte) per image, but the total size of images displayed on a page may not exceed 1500 kB.




Background




The background of images must be uniform. The background of the home page – if justified by the creative design – may vary from the uniform background of the internal pages.
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With the exception of the header, the page should preferably not use background images. The colour of the background is in all cases white. The use of a solid background pattern is permitted in and at the height of the header; when used, the pattern runs to the edge of the screen.
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bleeding background pattern
bleeding 

background pattern



Prohibitions




It is prohibited to deviate from the given graphical directives!




Only the specified colours, colour codes and fonts may be used, notwithstanding that differences may appear under identical settings in computer configurations of various types and brands.




PAGE STRUCTURING AND STRUCTURAL, EDITING RULES




Technological rules




In certain development specifications, technological rules need to be observed such as screen resolution, page size and applicable technologies. Sounds are not used on the formal pages of the MNB, only for presentation purposes or on microsites, if these serve conformity with communications principles.



Screen resolution




Internet




In the creative image design process, the primary criterion is that the pages must be viewable in their total width with the given screen resolution, where a horizontal scroll bar does not appear in the browser.




Therefore – on the basis of current user statistics – the design screen resolution is 800x600 pixels.




The design screen resolution may be modified in the future with MNB standardisation relating to IT screen resolution and changing user habits.




Intranet




The design screen resolution corresponds to the value defined for the standard work environment of the MNB. (Currently this value is 1024x768 pixels, with 32 bit colour depth.)



In the course of image design, it should be noted that content should also be displayable with scroll bars in a resolution one step below the default resolution (currently 800x600 pixels).




Spatial positioning of pages




The structure and size of the page is adjusted to the design screen resolution and does not change in case of another resolution. With a higher resolution, the content section of the page is aligned to the left or the centre. With pages aligned to the centre, a white margin is displayed on the right and left sides.



The entire page can be scrolled; with a default setting, all major navigation elements must be visible.




Structural elements of pages




The page is composed of the following main structural elements:
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■ header
■ menu column
■ textual content section
■ other vertical column
■ footer
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bleed-ing back-ground pattern





menu col-
umn




gutter





textual content section

other vertical column





bleed-ing back-ground pattern




Recommended column ratios




The vertical layout of the menu column and the textual content section is based on the different grouping of 1/5 sections of the page. E.g. 1/5 – 3/5 – 1/5 or 1/5 – 4/5. The textual content section may be divided into further columns, depending on the number of 1/5 sections it is composed of. E.g. with a 1/5 – 4/5 division, the 4/5 main content section may be further divided into two 2/5 sections.



The menu columns and the textual content section must in all cases be clearly separated from each other (e.g. different menu background or use of rules). Graphical elements should preferably not be used for the separation of columns within the textual content section.



The distance between the menu column and the textual content section is minimum 30 pixels. The distance between the individual columns of the content section is minimum 15 pixels.



Requirements related to the download size of pages




Internet




For the purpose of fast downloading, the maximum size of the MNB Internet main page is 250 kB; the maximum size of internal pages may be 180 kB. The size of other applications, downloadable documents on the page is not maximised, but their size needs to be indicated for information purposes, e.g. “PDF (330 kB)”.



Intranet




For the purpose of fast downloading, the maximum size of MNB intranet pages is 1800 kB. The size of other applications, downloadable documents on the page is not maximised, but their size needs to be indicated for information purposes, e.g. “PDF (1400 kB)”.



Prohibitions




No deviation whatsoever is permitted from the page structuring regulations defined in the chapters of the “Page structuring and structural, editing rules”.




HEADER




Browser title




The use of the <TITLE> HTML TAG containing the title is recommended on each page, as follows: Internet home page:
<TITLE>Magyar Nemzeti Bank – Website</TITLE>
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title tag on the Internet home page




Intranet home page:
<TITLE>Magyar Nemzeti Bank – Intranet</TITLE>
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title tag on the intranet home page




Use of the emblem
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The simplified emblem of the MNB or its version on a dark base is a mandatory element in the header of the MNB pages.




Attention: the simplified emblem on a dark base does not correspond to the inverse version of the simplified emblem!




The following regulations apply to the simplified emblem used in the area of the header or in header graphics or its version on a dark base:




■
the simplified emblem must be displayed with a minimum 170 pixel width,



■
the simplified emblem must be placed at a minimum 15 pixel distance from the upper edge of the screen; the mandatory empty area around its other sides must be minimum 9 pixels.



■
Internet: the simplified emblem used in the header must in all cases function as a link and point to the home page of the MNB Internet website,



■
intranet: the simplified emblem used in the header must in all cases function as a link and point to the home page of the MNB intranet site.



Recommended positioning:



■
it is recommended to position the emblem to the left of the page or the left side column



title tag
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on the internal pages



emblem above the header



Header graphics




The header extends to the edge of the page in all resolutions.




The images of the header should be displayed in monotone green; in all cases they are aligned to the right and blend with the background on the left side.




The image element used in the header – related to the topic of the given page – aligns on the bottom, top and right to the header and covers at least 30 per cent and maximum 50 per cent of its space. The images must in all cases make clear reference to the content of the given topic.



The header must be displayed in the same size and spatial position on each page!




The total height of the header may not exceed 262 pixels!
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FORMAL CRITERIA OF TEXTUAL CONTENT




Quantity of textual content




For the purpose of displaying clear content on the MNB pages, the quantity of textual content on a page may not exceed 1,200 words or 10,000 characters.




For the purpose of clarity on the pages, with an 800x600 pixel screen resolution it is recommended to maximise textual content at 6 screen pages. (This corresponds to approximately a 3000 pixel “page height”.)



In relation to longer content, it is necessary to divide the page into several partial pages; the rules applicable to the individual pages apply to such partial pages.




Structuring rules




The legibility of page content principally depends on the layout of the text.




As a result, the following directives apply to the editing of textual content:



■
for the purpose of improved clarity, a long flowing text with over 10 lines must be divided into paragraphs, in parallel with the structuring of textual meaning,
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■
the individual paragraphs may be given their own titles (e.g. underlined, with the font type used at the given place).



Fragmentation criteria




Fragmentation and column setting must in all cases support easy navigation and clarity. The fragmentation of texts must always be aligned left or even. Elements with different content or logic must also vary from each other visually and in layout. The use of horizontal rules is recommended for the layout of elements.



In the editing process of pages, the page structuring rules and page sizes must be fully observed.




Use of images in page content




In the course of using images, rules relating to permitted image formats, colours, sizes must be observed; no deviation from these is permitted.




Directives relating to the use of images inserted in textual content:



■
the total width of images used in one column may not exceed the width of the given column,



■
if the size of the image exceeds the size of the column, the reduced version of the image must be used which, if clicked, may appear in original size in the pop-up window,



■
if the image is displayed not in itself, but as an illustration, the height of the image used in the textual content may not exceed the height of the text displayed in the given column,



■
a text paragraph (with approximately 10 lines) may contain maximum 1 image,



■
the images are displayed with a solid 1 px wide grey (#646464) frame.



definition of images with a solid frame on the style sheet (CSS):




img.pic { border: 1px solid #646464; }



use in HTML code:




<img class="pic" src="images/press_20040528.jpg">




in the flowing text, images must be kept horizontally and vertically at 5 pixels distance from the text, respectively, on all sides




the 5px distance with HTML elements is possible in the following manner:
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<img class="pic" src="images/press_20040528.jpg" vspace="5" hspace="5">




Use of tables in page content




The width of tables may not exceed the width of the column of the textual content section. 



The background colour of the cells may not vary from the background colours used in the design.



The colours of the table and cell borders may be colours required by the design manual for graphics and text.
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The rules applicable to the design also apply to text used in the table, and in addition, the text inside the cells must be at least 3 px from the border around the cell.




Input fields and menu selectors (forms)




The colours of the areas bordering the input field and menu selector correspond to the possible colours required for backgrounds by the web design manual. The background is always of one colour and it may not contain graphics, images composed of many colours, hues. The background colour of the input fields is always white and the characters are black or grey.



Pop-up windows




The use of pop-up windows on the MNB pages should be avoided, but it is permitted in special cases.




The use of pop-up windows is permitted:



■
where the printable version of the page is requested,



■
in case of enlargeable image illustrations (by clicking on the image on the page, the enlarged image is displayed in a pop-up window),



■
in case of tables, where the width does not conform to the design regulations,



■
in other cases, when the displayable content cannot be fragmented into the textual content section without breaking the structure and uniformity of the page.



The colours permitted in relation to pop-up windows correspond to colours required for design backgrounds.




The fonts used in connection with pop-up windows may vary (e.g. for the printed version of the page) from the fonts required according to the web design manual.




Prohibitions




Deviation from the formal regulations defined in the chapter “Formal criteria of textual content” is permitted only if the independent Communications Department responsible for formal regulations expressly requests this.




FOOTER




Use of footer




The use of the footer is recommended but not compulsory.




Where used, its total height must not exceed 40 pixels, adjust to the page structure and be displayed on each page in the same size and spatial position.




The positioning of the footer must adjust to the page structure, the positioning of the header and other elements, and it must adjust to the website design in terms of both formal and image criteria; it may not disrupt the uniform design.




DISPLAY OF NAVIGATION ON THE MNB PAGES




Navigation requirements




■
by opening any page of the website, the user finds the main menu system on the initial screen, without having to use the scroll bar (“where is the menu?"),



■
the user is provided a clear overview of content on the page with the help of the menu system (“what can I find here?"),



■
the user can access the content in a clearly laid out way (“how can I access it?”),



■
the main, submenus and menus supporting service navigation should be clearly distinguishable on the screen: on all screens the user should be able to determine precisely where he is browsing (“where am I?”).



As a practical means of meeting the above requirement of clarity, for the purpose of clear navigation, we must always indicate to the user which menu item he is visiting with colour or other highlighting.




A horizontal or vertical menu separating content sections may only be used in the header or the menu columns. In certain cases list type links may also be displayed in the main content section, e.g. article titles, related links.



selected submenu item



unselected submenu item









list type links may also be displayed in the main content section




Main menu configuration requirements




In terms of design, in relation to positioning on the page, the navigating main menu is set up on the MNB website at a permanent, dominant place and position. When designing the menu, regulations relating to the setup of the page structure, the fonts and colours of the menu and the menu items must be observed.



Recommended positioning of the main menu:



■ Lower 1/3 of the HEADER, adjusted from the bottom at minimum 12 pixel height,



■ LEFT side column adjusted from the top.



positioning of main menu




in left side column



Submenu configuration requirements




The submenu – i.e. a new menu level opened from the main menu – should be distinguishable from the main menu and the content thereof in a clearly visible form (with colour or in space or combination of the two), where the regulations relating to the use of fonts and formal criteria are observed.




Recommended positioning of submenu:



■ Lower 1/3 of the HEADER, adjusted from the bottom at minimum 10 pixel height,



■ LEFT side column, among, next to or below the main menu elements.



positioning of sub-menu among main menu elements




Positioning of service navigation




Service navigation enables the user to navigate in the most simple and direct way through the basic settings and basic services provided by the page.




Such services: site map, keyword search, language selection, etc. 
The positioning of menu items pointing to these services is not bound to rules.



Main directives related to the positioning of menu items pointing to the services:



■ clearly distinguishable from other content elements on the page,



■ accessibility for the user at the same place and in the same form on all pages.
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Prohibitions




The examples below show incorrectly applied navigation.




DISPLAY ON INTERNET MEDIA INTERFACES




Use of the emblem




In case of display on an MNB Internet media interface, the use of the MNB emblem is compulsory on the media interface. The emblem may only be displayed on a monochrome white background; the dark based version of the emblem may only be displayed on a monochrome green background.







Attention: the basic emblem on a dark base does not correspond to the inverse version of the basic emblem!




If the basic emblem is larger than 531x219 pixels, the basic emblem must be used; if it is smaller, the simplified emblem must be used. On a media interface of landscape format, the emblem aligns to the left side of the interface, while aligning to the top of the interface in relation to an interface of portrait format.



Minimum displayable emblem size:



■ height: minimum 70 px



The proportions of the emblem may not change!




Use of colour




Primary colours used for display on Internet media interfaces:







MNB green 
MNB grey1




MNB grey2




MNB white



RGB gamut





RGB gamut





RGB gamut





RGB gamut




Use of fonts




Verdana (normal, bold) is the font used on media interfaces in text format.




Garamond (normal, bold, italic) is the font used for captions. The colour of the fonts may be grey on a light background and white on a dark background.



Use of background




The backgrounds used on the Internet media interfaces:



■ monochrome green,



■ monochrome white,



■ emblem detail displayed as background print in light green on green base,



■ emblem detail displayed as background print in light grey on white base,



■ white-grey or white-green colour gradient.



Several different backgrounds may be displayed on one interface, but no more than three.




Examples of display on Internet media interfaces
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APPEARANCE ON THE SITES OF PARTNER INSTITUTIONS




In relation to appearance on the websites of partner institutions, depending on the proportions and sizes of the interface, the following graphics are used:




335 px
335 px



190 px
190 px



Dark graphics are used on a light base and light graphics on a dark base.




The graphics must function as a link in all cases and point to the home page of the MNB. 
When clicking, the home page of the MNB must always open in a new window.



HTML example:



<a href=http://www.mnb.hu  target=”_blank”><img src=”mnb_tars.jpg” alt=



”Magyar  Nemzeti Bank” border=0 ></a>




APPLICABLE TECHNOLOGIES




Internet




When defining the program languages applicable on the Internet pages, two important criteria must be observed:




■ the browsing of the pages should be enabled for a maximum number of users, where the functions, services, visual elements designed on the pages are displayed without error,



■ developers are provided the technological possibilities with which the functions, services, visual elements designed on the pages may be realised with state of the art methods.



As a result of the above two criteria’s optimisation, the recommended program languages:



■ HTML versions 4.00–4.01



■ JavaScript version 1.3



The JavaScript 1.3 script language is correctly interpreted by Netscape Navigator version 4.5 and above and Internet Explorer version 5.0 and above. 




In 2004, less than 4 per cent of users use browser programs of versions earlier than the above browser versions.




Year of browser program versions and their JavaScript compatibility:




				Browser



				Year



				JavaScript version







				Netscape Navigator 2.0



				1995



				JavaScript 1.0







				Microsoft Internet Explorer 3.0



				1996



				JavaScript 1.0 (JScript 1.0)







				Netscape Navigator 3.0



				1996



				JavaScript 1.1







				Netscape Navigator 4.0



				1997



				JavaScript 1.2







				Microsoft Internet Explorer 4.0



				1997



				JavaScript 1.2 (JScript 3.0)







				Netscape Navigator 4.5



				1998



				JavaScript 1.3







				Microsoft Internet Explorer 5.0



				1999



				JavaScript 1.3 (JScript 5.0)











Publication date of HTML specifications:




				HTML version



				Publication







				HTML 3.2



				14 Jan. 1997







				HTML 4.0



				24 April 1998







				HTML 4.01



				24 Dec. 1999







				



				











Intranet




The following must be observed when defining technologies applicable on the intranet sites:




■
Only technologies that can be interpreted by the portal engine – currently Microsoft Sharepoint Portal Server 2003 – may be used.



■
When selecting from available technologies, the internal developer support of the technology must be taken into consideration.



■
The related applications must be implemented jointly with tools capable of cooperating with the above technologies and applied in the development practice of the MNB (currently Microsoft Visual Studio .NET tools).



■
The restrictions contained in the standard work environment definition of the MNB are applicable to the client side technologies and tools (currently Microsoft Internet Explorer 6.x, subject to restrictions defined by the applied policies).



TECHNOLOGICAL RESTRICTIONS




The Internet and intranet pages should preferably publish content where the use of JAVA applets, FLASH and other installable plugins is not necessary. Content that specifically requires the use of the above technologies is exempted from the above rule. The use of such technologies is in all cases subject to approval by the independent Communications Department of the MNB and must fully comply with the MNB security regulations.



BROWSER COMPATIBILITY




In the course of configuring the technology applied to pages and page navigation, in addition to the provisions defined under Sections 4.1 and 4.2, in relation to the following browser types




■ Mozilla 1.2.1 (Win32, Mac OS X, ,Mac OS9, Linux),



■ Internet Explorer 6 (Win32),



■ Internet Explorer 5 (Mac OS X, Mac OS 9),



■ Opera 7 (Win32, Linux),



■ Netscape 4.5 (Win32, MacOS 9, Linux),



■ Safari (Mac OS X).



the functions below must always operate without error messages:



■ main and submenu items, menu item selection,



■ accurate and complete display of content,



■ input fields, menu selectors (FORM),



■ pop-up windows (POP-UP),



■ use of style sheets (CSS)



MNB WEB DESIGN – HTML FORMAT




The MNB Web Design is also ready in HTML format, available at the independent Communications Department.




The HTML format manual can be launched by clicking on the “index.html” file in the CD root directory.




The HTML format manual may be viewed in any PC configuration in which the Internet Explorer 5 browser or equivalent browser or a compatible browser program with a higher version number and its basic functions are installed.
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1.
Technological-technical infrastructure




1.1.
End user work stations




The minimum configuration of PCs used at the MNB centre: PIV 2GHZ processor, 1GB RAM, 17” monitor and 1280x1024 resolution, Hungarian keyboard, with mouse.  The use of removable data storage at the work stations is not permitted; individual authorization is permitted with the use of Sanctuary Device Control (SDC) protection software.  Access to the local disk is partly restricted with regulation by group policies. The computers are made with an image-based, automatic Business Desktop Deployment (BDD) procedure; permanent local data storage is possible only with personal responsibility of the user. The basic installation is image-based; the individual software are installed on the computers with the post installation of automated installer packages located in the MNB software library.



1.2.
Printers




Jointly used network printers are in use; the use of a local printer is only possible in individual cases, following authorization. The network printers are used with the TCP/IP printing or HTTP printing protocol.




1.3.
Network




Available network services:
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Ethernet local network on servers 1 Gbps, with 100 Mbps automatic configuration at work stations (corresponding to Full-Duplex setting);
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Mandatory use of TCP/IP based protocols;
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DHCP and DNS service is available with SSL support;



[image: image6.png]






Server access with use of standard protocols:



o
file server: SMB-TCP,



o
MS Exchange: SMTP content filtering,



o
Intranet – generally: HTTP:80,



o
Intranet – personal Websites: HTTP:81;
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SOAP based Web service protocol (http/soap/xml);
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RDP protocol for access to terminal type services.



1.4.
Reliability of service, scalability




On the server side, the MNB enables the desired availability and scalability – if justified by demand – through the clustering of server computers (active-active, active-passive, use of NLB clusters).




For the purpose of efficiently managing server capacities, the systems – in the absence of specific authorization – shall be realised in a virtual environment operating in a VMware Virtual Infrastructure 4 environment.




1.5.
Physical data storage




Data is stored in central, fault-tolerant data storage, data paths between the servers and data storage is duplicated, data areas are reflected to the remote data centre.




1.6.
User authorization, authorization model




The authorization of users is performed through the client side operating system, the applications request user authorization from the operating system. In practice this means the use of Active Directory integrated systems.




The authorization model shall be based on roles.




In operations that are sensitive from a security point of view, such as systems based on business processes, the use of digital signatures based on the Public Key Infrastructure is required for the purpose of stronger authorization of users and provability.




1.7.
Application interface, security




The Intel servers are monitored by the NAGIOS application and its add-ons. The remote installation and subsequent monitoring of the work stations is performed by the System Center Configuration Manager (SCCM) and the Windows Server Update Services (WSUS) support the installation of the operating system and the service packages of Microsoft Office components, security updates. Virus protection is provided by the monitoring application of TrendMicro OfficeScan. Content filtering is provided by proxy based ClearSwift (CS) products: CS WEB Appliance – for HTTP access, CS Scip – for HTTPS access and CS for SMTP for electronic mail.



2.
Operating systems




2.1.
End user work stations




Windows XP Professional SP3 (English, 32-bit) operating system, continuously updated with service packages in accordance with the security and management standards of the MNB, configured with group policies.




Other operating systems are subject to an individual authorization procedure (including the 64-bit version of Windows XP).




2.2.
Intel based servers




Windows Server 2003 R2 and Windows Server 2008 R2 (English, 64-bit) operating system, continuously updated with service packages in accordance with the security and management standards of the MNB, configured with group policies.




2.3.
UNIX servers




IBM AIX 5.3 in VIBER environment and SUN Solaris 10 in REUTERS environment.




Other applications in these environments may only be installed after individual authorization.




3.
Application systems, software components




3.1.
End user work stations




Operating system:
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Windows XP Professional SP3



Operating system support programs:
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Remote Desktop Connection 6.0.6001
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Internet Explorer 7.0
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Microsoft .NET Framework 1.1 SP1
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Microsoft .NET Framework 2.0 SP2
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Microsoft .NET Framework 3.0 SP2
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Microsoft .NET Framework 3.5 SP1
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ActivCard ActivClient 6.1 SP2,
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Windows Installer 3.1,
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Windows Media Player 11
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Adobe Flash Player 10
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Adobe ShockWave Player 11.5
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Java SE Runtime Environment 6.0 Update 7
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Microsoft Silver Light 2.0
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Microsoft Visual C ++ 2005 Redistributable



3.2.
Office applications
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Office Professional Plus 2007 SP2 (English) + Multilingual User Interface – MS Office Language Pack, with default Hungarian but changeable language settings.
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Microsoft Office Proofing Tools Kit 2007 (12.0.4518.1070)
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Microsoft Visio Viewer 2007
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Microsoft Office 2007 Primary InterOp Assemblies
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Microsoft Office 2003 Web Components,
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Personal Web Access Service Pack for MS Project Server 2003,
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Adobe Acrobat Reader 9.1.0
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WinZip 9.0



Additional image-based applications
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Centura Runtime 1.1.9,
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SPT fonts,
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SAP GUI 7.10
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Oracle 7 (Release 7.3.4),
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SQL Net Client 2.3.2.1.0,
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MonDoc Client 2.0.5.0035
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MS Network ScanGear 2.2
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HP Open View Service Desk Client 5.10.112
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AB.DigitSign 2.0
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Audata 2007 (software inventory application)



3.3.
Public Key Infrastructure




Smartcard logon (Windows XP / Windows 2000) is performed through the Windows 2000 Kerberos service, with private key stored on smartcard device and X.509 certificate. All users have certificates necessary for login and digital signatures; certificate necessary for encryption, code-signing and remote work may be separately requested.



3.4.
Intel based servers
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MS Windows 2003 PKI CA, built on Windows 2003 Active Directory schema;
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MS Exchange 2003 Server,
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MS Internet Information Server 6.0,
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MS Sharepoint Portal Server 2003,
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MS BizTalk Server 2006 Standard Edition,
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MS Reporting Services SP1,
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HP Open View Service Desk 5.1



3.5.
Other server tools
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Janus Web ASP.NET Server Controls Suite V1.5
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Janus WinForms Controls Suite V2.0



3.6.
Database managers
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Microsoft SQL*Server continuously updated with 2005 and 2008 database management service packages, default “Standard Edition”, use of “Enterprise Edition” is possible after prior arrangement;
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Oracle RDBMS 10g R2 database manager, default “Standard Edition”; “Enterprise Edition” is possible with Real Application Cluster option, where necessary, after prior arrangement.



3.7.
Miscellaneous




Internet access through ISA 2004 (Internet Security and Acceleration Server) solution filtered from authorized – non-business critical, work station – zones.
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CONTRACT NOTICE Services

SECTION I: CONTRACTING AUTHORITY

I.1)NAME, ADDRESSES AND CONTACT POINT(S)

Magyar Nemzeti Bank


Szabadság tér 8-9.


Attn: Central Procurement Department


1054 Budapest


HUNGARY


Tel. +36 14282649


E-mail: kozbeszerzes@mnb.hu

Fax +36 14282556


Internet address(es)

General address of the contracting authority http://kozbeszerzes.mnb.hu

Further information can be obtained at: As in above-mentioned contact point(s)


Specifications and additional documents (including documents for competitive dialogue and a dynamic purchasing system) can be obtained at: Magyar Nemzeti Bank


Kiss Ernő u. ground floor


Contact: Dispatch Department


1850 Budapest


HUNGARY


Tel. +36 14282600/2736


Fax +36 14282500


Tenders or requests to participate must be sent to: Magyar Nemzeti Bank


Kiss Ernő u. ground floor


Contact: Dispatch Department


1850 Budapest


HUNGARY


Tel. +36 14282600/2736


Fax +36 14282500


I.2)TYPE OF THE CONTRACTING AUTHORITY AND MAIN ACTIVITY OR ACTIVITIES

Other Central Bank


Other Central Bank activities


The contracting authority is purchasing on behalf of other contracting authorities No


SECTION II: OBJECT OF THE CONTRACT

II.1)DESCRIPTION

II.1.1)Title attributed to the contract by the contracting authority

Subscription to a portfolio management system (KBE/126/2010).


II.1.2)Type of contract and location of works, place of delivery or of performance

Services


Service category: No 6


Main place of performance MAGYARORSZÁG, 1054 Budapest, Szabadság tér 8-9. NUTS code HU101


II.1.3)The notice involves


A public contract


II.1.4)Information on framework agreement

II.1.5)Short description of the contract or purchase(s)

Implementing a portfolio management system and providing subscription at Magyar Nemzeti Bank with a view to a more effective management of foreign currency reserves.


II.1.6)Common procurement vocabulary (CPV)

66.14.00.00-1


II.1.7)Contract covered by the Government Procurement Agreement (GPA)

Yes


II.1.8)Division into lots

No


II.1.9)Variants will be accepted

No


II.2)QUANTITY OR SCOPE OF THE CONTRACT

II.2.1)Total quantity or scope

— Implementing a portfolio management system at the MNB for 10 users,


— Provision of subscriber access to the portfolio management system for the contract term, in accordance with the technical specifications,


— Optionally, the provision of access to 5 additional users to the portfolio management system for the contract term, in accordance with the technical specifications,


— Provision of access to the follow-up services provided by the vendor of the portfolio management system


(ensuring the availability of updates, patches & the helpdesk service to the Customer).


II.2.2)Options

Yes


description of these options: Provision of full subscriber access to additional users if required, for the contract term, according to the negotiated terms and conditions.


Number of possible renewals Range: between and


II.3)DURATION OF THE CONTRACT OR TIME-LIMIT FOR COMPLETION

Duration in months: 60 (from the award of the contract)


SECTION III: LEGAL, ECONOMIC, FINANCIAL AND TECHNICAL INFORMATION

III.1)CONDITIONS RELATING TO THE CONTRACT

III.1.1)Deposits and guarantees required

Penalty (for faulty performance, delay or non-performance). 1 to 20 percent. The accurate percentage will be determined through negotiations with the bidders.

III.1.2)Main financing conditions and payment arrangements and/or reference to the relevant provisions regulating them

The Contracting Authority shall pay the counter-value by bank transfer following verified final completion, pursuant to Article 305 of the Public Procurement Act (‘Kbt.’), in accordance with the provisions of the draft contract included in the tender specifications.

III.1.3)Legal form to be taken by the group of economic operators to whom the contract is to be awarded

If the contract is awarded to a group of economic operators, while such operators are not required to establish a company, any joint bid shall only be admissible if the tenderers have expressly acknowledged their joint and several liability for the performance of their joint venture and have fully empowered a joint representative.


An agreement signed by the economic operators submitting a joint bid shall be attached to the bid; the agreement shall include a binding statement, duly signed by each bidder, on their joint and several liability and the authorisation of a joint representative.


III.1.4)Other particular conditions to which the performance of the contract is subject

No


III.2)CONDITIONS FOR PARTICIPATION

III.2.1)Personal situation of economic operators, including requirements relating to enrolment on professional or trade registers

Information and formalities necessary for evaluating if requirements are met: Applicants applying individually or as members of a group of economic operators, subcontractors or resource providing organisations shall not be eligible if they are subject to any grounds for refusal set out in Articles 60(1) and 61(1)(d) of the Kbt.


Applicants applying individually or as members of a group of economic operators, subcontractors intended to be employed in excess of 10 percent of the value of the public procurement contract or resource providing organisations shall not be eligible if they are subject to any grounds for refusal set out in Articles 61(1)(a) to (c) or 62(1)(a) or (b) of the Kbt. Applicants (including each member of a group of economic operators submitting a joint application), subcontractors intended to be employed in excess of 10 percent of the value of the public procurement contract and organisations providing resources to applicants shall verify their exemption from the grounds for refusal in accordance with the procedure set out in Article 63(1) of the Kbt. In considering the existence of grounds for refusal, the Contracting Authority shall act in accordance with Articles 63(2) to (9) of the Kbt.

Applicants applying individually or as members of a group of economic operators shall attach a statement pursuant to Article 63(3) of the Kbt. to the effect that, for the performance of the contract, they will not employ subcontractors subject to the grounds for refusal in excess of 10 percent of the contract value.

III.2.2)Economic and financial capacity

Information and formalities necessary for evaluating if requirements are met: Applicants applying individually or as members of a group of economic operators and their subcontractors intended to be employed in excess of 10 percent of the value of the public procurement contract.


(a) A copy each of the statements issued by each financial institution keeping an account of the applicant [Article 66(1)(a) of the Kbt.], which statement shall not be dated earlier than 15 days prior to the publication of the contract notice and shall include the following information for each account kept by the financial institution concerned:

— The date the bank account(s) was/were opened with the financial institution,


— Whether any payment was queued for over thirty (30) days on the account(s) concerned within a period of twelve (12) months prior to the date of the certificate issued by the financial institution, and if so, the dates and durations of the queuing of payments,


— Whether the applicant has duly complied with its financial liabilities during the 12-month period prior to the date of the certificate issued by the financial institution. 

(b) The submission, for the financial years 2009 and 2010, of o the financial statements of the applicant or its legal predecessor, drawn up in accordance with the rules of accounting, and the auditor’s report, along with the notes to the financial statements (insofar as the law of the country where the applicant is established provides for the publication of the financial statements in accordance with the rules of accounting and if the applicant is subject to a mandatory audit).


Or the submission of o the applicant’s financial statements and a statement to the effect that the financial statements for the financial years 2008 and 2009 comply with the accounting regulations of the country where the applicant is established (insofar as the law of the country where the applicant is established provides for the publication of the financial statements in accordance with the rules of accounting and if the applicant is not subject to a mandatory audit). Or the submission of o a statement on the applicant’s financial statements to the effect that the financial statements comply with the accounting regulations of the country where the applicant is established (insofar as the law of the country where the applicant is established does not provide for the publication of the financial statements in accordance with the rules of accounting).

(c) A statement on the applicant’s net annual turnover in terms of the product or service concerned by the public procurement project in question (providing subscription to a portfolio management system) during the past three (3) years (2008, 2009 and 2010), depending on the year the applicant was established and/or started its operation, provided such data are available. In the event Article 65(3) of the Kbt. applies, the applicant shall act pursuant to the provisions of Article 65(4) of the Kbt. If Article 65(3) of the Kbt. applies, the applicant shall make a statement on the existence or absence of majority influence pursuant to Article 65(4) of the Kbt. Applicants are requested to consider the provisions of Article 4(3/E) of the Kbt.

Minimum level(s) of standards possibly required. Applicants applying individually or as members of a group of economic operators [pursuant to Article 69(9)] or subcontractors intended to be employed in excess of 10 percent of the value of the public procurement contract shall not be eligible if:


(a) According to any of the applicant’s statements issued by a financial institution within 15 days prior to the publication of the contract notice, any payment was queued for 30 days or more during the 12-month period immediately preceding the date of such statement or the applicant failed to meet any due payment date during the 12-month period under review [Article 66(1)(a) of the Kbt.];

(b) For the financial years 2009 and 2010, o the auditor issued a qualified or adverse opinion (if the law of the country where the applicant is established provides for a mandatory audit) or o on the basis of the financial statements submitted, the auditor declares that the applicant’s financial statement for the years 2009 and 2010, drawn up in accordance with the rules of accounting, did not meet the accounting regulations of the country where the applicant is established and the general principles of accounting (if the law of the country where the applicant is established does not provide for a mandatory audit) or o the auditor declares that the applicant’s financial statement for the years 2009 and 2010, drawn up in accordance with the rules of accounting, did not meet the accounting regulations of the country where the applicant is established and the general principles of accounting (if the law of the country where the applicant is established does not provide for a mandatory audit or the publication of the financial statements) [Article 66(1)(b) of the Kbt.];

(c) The applicant’s annual net turnover from the product or service concerned by the public procurement project in question (providing subscription to a portfolio management system) for each year during the past three (3) years (2008 to 2010) is below the net amount of €3,500,000 [Article 66(1)(c) of the Kbt.].


III.2.3)Technical capacity

Information and formalities necessary for evaluating if requirements are met:


Applicants applying individually or as members of a group of economic operators and their subcontractors intended to be employed in excess of 10 percent of the value of the public procurement contract.


(d) The description of the major services provided during up to the last three (3) years (2008 to 2010) in the field of portfolio management system subscription projects (indicating at least the amount of the fee or other data concerning the volume of previous services, the dates of delivery, the other contracting party and the details of contact persons in order to verify the reference) [Article 67(3)(a) of the Kbt.].

The applicant(s) and subcontractor(s) in excess of 10 percent of the contract value shall verify the situation concerning Article 67(3)(a) of the Kbt. in accordance with the provisions of Article 68(1) of the Kbt.

The applicant (or subcontractors intended to be employed in excess of 10 percent of the value of the public procurement contract) shall verify the reference referred to in paragraph (d)/1 in accordance with the provisions of Article 68(1) of the Kbt.

The applicant (or subcontractors intended to be employed in excess of 10 percent of the value of the public procurement contract) shall verify the reference referred to in paragraph (d)/2 in accordance with the provisions of Article 68(1) of the Kbt. by making a duly signed statement on the number of institutional customers using the system manufactured by the applicant (minimum: 100), specifying the names of at least ten (10) such institutions. The applicant (or subcontractors intended to be employed in excess of 10 percent of the value of the public procurement contract) shall verify the reference referred to in paragraph (d)/3 in accordance with the provisions of Article 68(1) of the Kbt., provided that the statement need not specify the amount of the assets managed, i.e. it will be directly verified by the Contracting Authority via the contact person specified by the applicant. 

In the event Article 65(3) of the Kbt. applies, the applicant shall act pursuant to the provisions of Article 65(4) of the Kbt. If Article 65(3) of the Kbt. applies, the applicant shall make a statement on the existence or absence of majority influence pursuant to Article 65(4) of the Kbt. Applicants please note the provisions of Article 4(3/E) of the Kbt.

Minimum level(s) of standards possibly required


Applicants applying individually or as members of a group of economic operators [pursuant to Article 69(9)] or subcontractors intended to be employed in excess of 10 percent of the value of the public procurement contract shall not be eligible if:


(d)/1. On the basis of the reference projects presented, during the past three (3) years (2008 to 2010), it has not provided a subscription service to a portfolio management system for a central bank or a sovereign wealth fund in the net value of at least €175,000;


(d)/2. At the time of the submission of the application, the number of institutional customers using the system manufactured by the applicant is below 100;


(d)/3. At the time of the submission of the application, of the users of the system manufactured by the applicant, the number of institutions where the value of the assets managed by the system manufactured by the applicant amounts to €50,000,000,000 at each individual institution is below three.


The criteria of technical and professional eligibility shall be met collectively by applicants applying individually or as members of a group of economic operators and subcontractors intended to be employed in excess of 10 percent of the value of the public procurement contract.


III.2.4)Reserved contracts

No


III.3)CONDITIONS SPECIFIC TO SERVICES CONTRACTS

III.3.1)Execution of the service is reserved to a particular profession

No


III.3.2)Legal entities should indicate the names and professional qualifications of the staff responsible for the execution of the service

Yes


SECTION IV: PROCEDURE

IV.1)TYPE OF PROCEDURE IV.1.1)Type of procedure Negotiated


Candidates have already been selected No


IV.1.2)Limitations on the number of operators who will be invited to tender or to participate

IV.1.3)Reduction of the number of operators during the negotiation or dialogue

Recourse to staged procedure to gradually reduce the number of solutions to be discussed or tenders to be negotiated No


IV.2)AWARD CRITERIA

IV.2.1)Award criteria

Lowest price


IV.2.2)An electronic auction will be used

No


IV.3)ADMINISTRATIVE INFORMATION

IV.3.1)File reference number attributed by the contracting authority

KBE/126/2010


IV.3.2)Previous publication(s) concerning the same contract

No


IV.3.3)Conditions for obtaining specifications and additional documents

Time limit for receipt of requests for documents or for accessing documents 27.6.2011 - 10:00


IV.3.4)Time-limit for receipt of tenders or requests to participate

27.6.2011 - 10:00


IV.3.5)Date of dispatch of invitations to tender or to participate to selected candidates

22.7.2011


IV.3.6)Language(s) in which tenders or requests to participate may be drawn up

Hungarian, English


IV.3.7)Minimum time frame during which the tenderer must maintain the tender

IV.3.8)Conditions for opening tenders

SECTION VI: COMPLEMENTARY INFORMATION

VI.1)THIS IS A RECURRENT PROCUREMENT

No


VI.2)CONTRACT RELATED TO A PROJECT AND/OR PROGRAMME FINANCED BY EU FUNDS

No


VI.3)ADDITIONAL INFORMATION

1) During the procedure, additional information may be requested from the contracting authority at the following addresses: 


Magyar Nemzeti Bank


Központi Beszerzés


H-1054 Budapest, Szabadság tér 8-9.


Email: kozbeszerzes@mnb.hu


2) Any required additional information or documents may subsequently be supplied on specified later occasions. When additional information is required, the contracting authority shall act pursuant to Article 112(1) of the Kbt.

3) The results of the application phase will be announced on 19 July 2011, at 2:00 p.m., at the offices of Magyar Nemzeti Bank, room 221, 1054 Budapest, Szabadság tér 8-9., HUNGARY.

4) The full documentation is made available to the applicants free of charge by electronic means from the day of the publication of the announcement containing the contract notice. Following registration, the documentation can be dowloaded from the http://kozbeszerzes.mnb.hu website. Please click on the registration button at the top right corner of the www.mnb.hu page and complete the required fields. Important: All fields must be completed as blank fields are not accepted. A confirmation email will be sent on your admitted registration request within a few minutes of registration. Please click on the link in the email in order to confirm your registration request. It is important that you enter your email address correctly in order to receive the confirmation message. Following your registration, please visit the http://www.mnb.hu/A_jegybank/mnbhu_beszerzesieljarasok/kozbeszerzes_lista website in order to request authorisation to access the Public procurement procedures page. Your requests for access will be approved within 24 hours of submission, of which an email will be sent to the email address entered on your registration. Following receipt of the email confirming approval of access, use your username and password entered on registration to log in to http://www.mnb.hu/A_jegybank/mnbhu_ beszerzesieljarasok/kozbeszerzes_lista and download the document.

The documentation shall not be transferred, disclosed or published. For the submission of tenders, the documentation shall be electronically accessed by at least one tenderer or subcontractor intended to be employed in excess of 10 percent of the value of the public procurement contract for each tender. In the event of a joint tender, a single documentation needs to be electronically accessed.

5) The contracting authority shall conduct the negotiated procedure pursuant to Article 124(2)(d) of the Kbt. A negotiated procedure is called for since, due to the complex and sophisticated nature of the service concerned, the terms and conditions of the contract cannot be determined in advance at such level of precision that would enable the selection of the best tender under an open or restricted procedure. Since it is envisaged that applicants will outline the performance of activities on the basis of different technical solutions, and since such methodologies/technical solutions cannot be adapted to the requirements of the contracting authority on the basis of one-sided technical specifications, the conditions of delivery, its timetable and payment schedule and the related collateral obligations to guarantee the performance of the contract will need to be finally determined in the light of the proposals of and the negotiations conducted with the applicants.

6) Applications will be opened as follows:


Date and time of the opening of applications: 27 June 2011 (10:00 a.m.).

Venue: The opening procedure will be started at the place for the submission of applications, to be continued at the offices of Magyar Nemzeti Bank, room 221 (1054 Budapest, Szabadság tér 8-9., HUNGARY).

The provisions of Article 110(2) of the Kbt. shall be applicable to the persons attending the opening procedure. The persons concerned must take into consideration that, for security reasons, access to the building requires the presentation of an identity card or passport and may take up to 5 to 10 minutes. Applicants are requested to request an entry card before 10:00 a.m. if possible.

7) Applicants should note that, with regard to Article 101(5) of the Kbt., in the participation phase of the procedure, participation is not subject to the provision of a guarantee. A tender guarantee in the value of HUF 3,000,000 is stipulated by the contracting authority for the failure to conclude a contract for reasons within the control of the applicant in the application phase. 


8) In accordance with Article 13(4) of the Kbt., the contracting authority notes that it has set more stringent eligibility criteria than the ones specified for approved contractors.

9) Any matters not provided for in this contract notice shall be governed by the applicable provisions of the Kbt.


VI.4)PROCEDURES FOR APPEAL

VI.4.1)Body responsible for appeal procedures

Public Procurement Arbitration Board


Margit krt. 85.


1024 Budapest


HUNGARY


Tel. +36 13367776


Internet: www.kozbeszerzes.hu

Fax +36 13367778


VI.4.2)Lodging of appeals

Precise information on deadline(s) for lodging appeals: Article 323(2) of Act CXXIX of 2003 


VI.4.3)Service from which information about the lodging of appeals may be obtained 


Public Procurement Arbitration Board


Margit krt. 85.


1024 Budapest


HUNGARY


Tel. +36 13367776


Internet: www.kozbeszerzes.hu

Fax +36 13367778


VI.5)DATE OF DISPATCH OF THIS NOTICE:

3.2.2011















